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INTRODUCTION
The North American Free Trade Agreement (NAFTA) has proven instrumental in deepening trade and investment linkages among North American nations, and its successor, the United States-Mexico-Canada Agreement (USMCA) is well-positioned to continue to facilitate robust North American trade and integrated production networks going forward. Since its entry into force in 1994, NAFTA has played a pivotal role in deepening and integrating North American economies, with the value of annual trade quadrupling since then to over $1.3 trillion annually today. Free exchange with North American trade partners has also significantly increased cross-border investment, with U.S. investment in Mexico growing ten-fold to over $100 billion annually.\(^1\) Canada and Mexico are America’s top two trading partners and consume 34 percent of America’s exports. In fact, 43 U.S. states exported at least $1 billion in goods to those countries last year. Fourteen million U.S. jobs depend on trade with Canada and Mexico, and in 17 states trade with those two nations accounts for at least 100,000 jobs.\(^2\) Similarly, trade with the United States supports 10 million Mexican jobs and 2 million Canadian ones.

While NAFTA represented a cutting-edge trade agreement back in 1994, the USMCA takes a number of important steps in updating the original agreement to reflect the realities of modern trade, including introducing new disciplines governing digital trade and upgrading intellectual property (IP) provisions. Furthermore, USMCA looks beyond North America in creating new, high-standard disciplines confronting what ITIF labels “innovation mercantilism,” which refers to trade practices often used by countries employing forms of state-led capitalism, such as currency manipulation or support for state-owned enterprises (SOEs), that enables these countries and their enterprises to compete in global marketplaces on non-market-based terms. The following submission provides a detailed assessment of some of USMCA’s key outcomes.

USMCA CAN FOSTER MORE INTEGRATED NORTH AMERICAN PRODUCTION NETWORKS
In the broadest sense, USMCA covers (by either keeping existing provisions or enacting new ones) a broad range of issues—from low/no tariffs to services market access to visas for skilled professionals to trade and customs facilitation to intellectual property—that together allow U.S. firms to work with counterparts in Canada and Mexico as part of increasingly complex and dynamic production networks. These firms and networks will be able to use USMCA provisions to ensure the efficient (quick, low-cost, and hassle free) movement of goods, services, people, ideas, and data in order for the North American economy to become more globally competitive. In this way, USMCA builds on one of the greatest benefits from NAFTA, which was the creation of continentally integrated markets and production networks, particular for sectors like autos, where parts and components may cross the borders of USMCA partner countries as many as eight times before being installed in a final assembly plant. This deep integration is demonstrated by the fact that U.S. inputs actually account for 40 percent of the value of Mexico’s exports to the United States, and 25 percent of Canadian ones. This is actually in significant contrast to the nature of U.S. trade with China, where just 4 percent of the inputs into finished manufactured goods that enter the United States from China were originally manufactured in the United States.\(^3\)
In essence, the United States (and Canada) with Mexico form a high-wage/low-wage partnership, bringing complementary labor forces, investments, innovation capacity, and industry strengths together to create a region that’s very competitive globally. Within this relationship, the United States represents the source of much of the research and development (R&D), design, innovation, and high-value-added manufacturing, while Mexico provides some of the lower-tech, lower-cost, and more labor-intensive manufacturing activity. This economic relationship makes regional North American manufacturing value chains more cost-competitive with Asian ones. USMCA is well-positioned to play an important role in supporting the flow of goods and services across North American borders as part of complex production networks that source intermediate goods and services from wherever is most competitive. The USMCA can thus play an important role in making North America a more globally competitive manufacturing environment.

**USMCA UPDATES RULES GOVERNING NORTH AMERICAN DIGITAL TRADE AND SENDS A CLEAR SIGNAL ABOUT U.S. GOALS FOR GLOBAL DIGITAL TRADE**

The USMCA enacts rules that support the critical role that data flows play in digital trade, updating a legal framework that was enacted (in 1994) when the Internet as we know it barely existed. The USMCA does this both in name (with the chapter being labelled digital trade as opposed to electronic commerce) and in substance. This chapter is increasingly important to the U.S. economy, as digital trade and cross-border data flows are expected to continue to grow faster than the overall rate of global trade. Today, 22 percent of global economic output can be attributed directly to digital commerce and it’s expected that the continued application of emerging digital technologies—such as cloud computing, data analytics, 3-D printing, and the Internet of Things (IoT)—will increase global GDP by another $2 trillion by 2020. Accordingly, it’s appropriate that the USMCA includes a chapter dedicated to addressing digital trade and establishes a number of new, high-standard norms to govern North American digital trade.

USMCA includes a disparate collection of outcomes important for digital trade. The USMCA is the first trade agreement in the world to promote the publication of open government data. Article 19.18 of the agreement officially recognizes that “facilitating public access to and use of government information fosters economic and social development, competitiveness, and innovation.” Though the deal does not require parties to publish open government data, to the extent they choose to publish this data, it directs them to adhere to best practices for open data, including ensuring it’s provided in open, machine-readable formats. Additionally, the deal directs parties to try to cooperate and identify ways they can expand access to and the use of government data, particularly for the purposes of creating economic opportunity for small and medium-sized enterprises (SMEs). Further, the USMCA prohibition on customs duties on digital products such as apps, music, and e-books that are transmitted electronically will help ensure the free flow of digital goods across borders in North America. This is important to lock in as some countries have considered enacting tariffs on digital imports.
USMCA Improves the Rules for Digital Trade, Data Localization, and Personal Data

The USMCA supports the United States’ data-driven economy and balanced, sectoral approach to data privacy, which has enabled it to become the world leader in innovative digital services. Of the 15 largest digital firms in the world, all are either American or Chinese. Of the top 200, only 8 are European. There are clear reasons for this, and one is that the United States has taken a more light-touch approach to digital regulation, including with regard to the free flow of data and privacy issues.

The USMCA takes positive steps toward prohibiting data localization laws and those that require the use of local computing facilities. However, these provisions do not cover financial data (but even here, USMCA achieved a good outcome, as elaborated below) and government procurement. On the latter, Canada lamentably requires all electronic data (deemed sensitive) under government control be stored in a government of Canada-approved computing facility located within the geographic boundaries of Canada.

USMCA’s key data flow provision stipulates that, “No Party shall prohibit or restrict the cross-border transfer of information, including personal information, by electronic means if this activity is for the conduct of the business of a covered person.” By framing it as an obligation to prevent a negative measure (i.e., no party shall prohibit or restrict) it focuses on preventing or removing the specific trade barrier at the heart of the issue, rather than establishing a positive affirmation. For example, that a party shall allow data to flow, such as in the Trans-Pacific Partnership (TPP)/Comprehensive and Progressive Agreement for Trans-Pacific Partnership (CPTPP), which provides that parties “shall allow the transfer of information by electronic means, including personal information, for business purposes.”

While semantic, it’s one of a few differences between the Trans-Pacific Partnership/Comprehensive and Progressive Trans-Pacific Partnership (TPP/CPTPP) and USMCA agreements that strengthen the provision and limit the potential for exceptions to be misused to undermine its value. For example, the USMCA’s provision on computing facilities is the same as the CPTPP’s, in that it is simple and definitive, stating that “No Party shall require a covered person to use or locate computing facilities in that Party’s territory as a condition for conducting business in that territory.” However, the USMCA provision does not include subsections about exceptions to this provision, namely that a country would be able to breach this commitment in the CPTPP if it was needed to achieve a “legitimate public policy” objective, which could include privacy and public interest and morals issues. This is a looming problem for global digital trade as some countries consider data localization a legitimate public policy tool (without explaining why it’s necessary and why alternative policies are not used) and therefore look to use these types of overly broad exceptions to enact the very policies they’re designed to prohibit. For instance, Vietnam directly references similarly broad exceptions for national security and the public interest in World Trade Organization (WTO) agreements in justifying data localization requirements under its new cybersecurity policy.

The USMCA also includes important data privacy provisions that reflect a few key pillars for open, innovative, and global digital trade involving personal information—that businesses are free to transfer
personal data across borders, that personal data privacy protections should flow with the data, that each country addresses the various principles of privacy (such as those listed in Article 19.3.3) in their own way (i.e., social, political, and other differences mean that there is no harmonized legal approach to protecting privacy), and that countries should make their respective privacy frameworks compatible and interoperable (article 19.13.6).

The first section on personal information protection (section 19.8) opens with the recognition of the economic and social benefits of protecting the personal information of users of digital trade and the contribution that this makes to enhancing consumer confidence in digital trade. Recognizing the different approaches, this opening paragraph is followed by the provision that each party shall adopt or maintain a legal framework that protects the personal information of the users of digital trade, and that this can be achieved through comprehensive privacy, personal information, or personal data protection laws, sector-specific laws covering privacy, or laws that provide for the enforcement of voluntary undertakings by enterprises relating to privacy.

Canada, Mexico, and the United States also agreed to use USMCA to send a signal that they support efforts to encourage the development of mechanisms to promote compatibility between different data privacy regimes around the world (Article 19.3.6). This paragraph is largely similar to the TPP/CPTPP, but with one important difference, as it explicitly recognizes that the Asia Pacific Economic Cooperation (APEC) Cross-Border Privacy Regime (CBPR) as one of these valid mechanisms to facilitate cross-border information transfers while protecting personal information. While not mentioned, the broader reference to data transfer mechanisms would also likely include the European Union-United States Privacy Shield and U.S. efforts to negotiate CLOUD Act executive agreements with other countries around the exchange of data for law enforcement purposes. The parties agreed to exchange information on these and other mechanisms applied in their jurisdictions and explore ways to extend these or other suitable arrangements to promote compatibility between them.

The USMCA’s focus on compatibility and interoperability touches upon a weakness in U.S. engagement in the global digital economy, in that the United States has largely failed to advocate for the effectiveness of its regulatory approach to data privacy. In contrast, the European Union has actively sought to expand its regulatory model, particularly its General Data Protection Regulation (GDPR), to other countries through both advocacy and enforcement of the rules themselves, advocating a false narrative that many have bought into that the GDPR is pro-innovation. Unfortunately, Europe’s strategy here appears to have been successful. For example, in 2017, Colombia issued rules copying the GDPR’s approach to international data flows by preventing businesses from transferring personal data outside the country without the permission of users, unless the other country is found to provide an “adequate level” of protection. The USMCA includes the types of provisions that the United States Trade Representative (USTR), U.S. Department of Commerce, and other U.S. government agencies could use as the basis for broader engagement with other nations to counter
the false narrative about the European Union’s efforts to convince other countries that there exists a “one-size fits all” approach to privacy protections and that they should replicate what Europe has enacted.

As it relates to cybersecurity, the USMCA’s provisions are on the right track in focusing on best practices, rather than the location of data. The USMCA includes the hortatory commitment to build capacity in respective domestic agencies to manage cybersecurity and to strengthen collaborative mechanisms between the partner countries. The language for this latter provision is slightly stronger than in the CPTPP. Most importantly, the USMCA’s cybersecurity provision states that a risk-based approach may be more effective than prescriptive regulation in addressing cybersecurity risks. In this regard, the USMCA’s focus on cybersecurity is where it should be, encouraging firms within their jurisdiction to use risk-based approaches that rely on consensus-based standards and risk management best practices to identify and protect against cybersecurity risks and to detect, respond to, and recover from cybersecurity events (Article 19.15).

The USMCA’s digital trade provisions are important as they seek to prohibit data-related restrictions that threaten the U.S. economy’s use of data to drive innovation and to improve firm-level competitiveness. A growing number of policymakers around the world mistakenly believe that data is more secure and private when it is stored within a country’s borders, creating policies requiring certain data to be stored domestically, including for financial records in Canada and in two Canadian provinces (the British Columbia Freedom of Information Protection of Privacy Act and the Nova Scotia Personal Information International Disclosure Act, which apply to personal information in the custody or control of public bodies). A number of critics of the USMCA make the misguided and mistaken claim that local data storage leads to better data privacy and cybersecurity. These misunderstandings about the security and privacy of data result in policies that negatively affect U.S. innovation, productivity, trade, and consumer welfare.

USMA provisions directly counteract the false notion that data must be stored domestically to ensure that it remains secure and private. With regard to privacy, data owners, whether they are consumers or businesses, can rely on contracts or laws to limit voluntary data disclosures so that data stored abroad receives the same level of protection as data stored domestically. Obviously, countries have the prerogative to set how companies use data, but this again highlights that the focus should be on how companies treat data and holding them accountable to this, rather than where the data is stored.

For example, the USMCA does nothing to stop the Canadian or Mexican governments pursuing companies that operate in either country should they fail to abide by local privacy laws, such as in the case of data breaches involving personal data. In fact, this is precisely what happened with Ashley Madison (an adult dating website), which is headquartered in Canada, but has websites with users from over 50 countries, including Australia. In mid-2015, hackers published online information (details of approximately 36 million user accounts) they allegedly stole from Ashley Madison. Given the scale of the breach and users affected, the Office of the Privacy Commissioner of Canada (OPC) launched a joint investigation with the Office of the Australian Information Commissioner (OAIC), which was made possible by their participation in the APEC
Cross-border Privacy Enforcement Arrangement. Both agencies investigated Ashley Madison’s information-handling practices, identifying contraventions of each country’s privacy laws, resulting in the firm entering into a compliance and enforcement undertaking with each respective privacy agency.13 This case highlights that the location of data storage is irrelevant to privacy enforcement if a firm has a legal nexus in a country’s jurisdiction, that the focus of such laws should be on the measures that companies enact to secure data, and that country’s privacy regulators consider working together on cross-border privacy cases (through international cooperation mechanisms, such as with APEC).

With regard to security, while certain laws may impose minimum security standards, the security of data does not depend on the country in which data is stored, only on the measures used to store it securely. Security breaches can happen no matter where data are stored—data centers everywhere are exposed to similar risks. Such inadvertent disclosures are the result of security failures. What’s important is that the company involved (which either runs its own networks or uses a third-party cloud provider) be dedicated to implementing the most advanced methods to prevent such disclosures. The location of these systems has no effect on security.

What this shows is that policymakers often misunderstand that the confidentiality of data does not generally depend on what country the information is stored in, only on the measures used to store it securely. A secure server in Canada is no different from a secure server in Mexico. Data security depends on the technical, physical, and administrative controls implemented by the service provider, which can be strong or weak, regardless of where data is stored. For example, in a practice that protects both data privacy and security, some cloud-computing companies have upgraded security controls, so that customers retain the keys used to encrypt data before it is uploaded, thereby preventing third parties, including the cloud companies themselves, from accessing their data.14

**USMCA Ensures Financial Services Data Can Flow Freely, While Allowing Regulatory Oversight**

USMCA provides a much-needed improvement in how the United States uses trade agreements to support the global free flow of financial data alongside financial oversight. In the TPP, the United States created a loophole for data localization by excluding financial data from the agreement’s prohibitions on data transfer restrictions and not specifying (in detail) the exact interests and emergency scenarios where this would be acceptable. Ultimately, the U.S.’s previous approach was unnecessary and redundant, and created a dangerous loophole that could’ve been misused for protectionist purposes by other countries, such as China, India, and Russia (even though it could still be misused given it remains a part of the CPTPP).15 USTR has used USMCA to address these concerns over a loophole for financial data localization, and in doing so, shown how legitimate issues raised by cross-border data flows can be addressed while allowing the free flow of data as the default and predominant policy approach.

It’s important to note that the USMCA still treats financial services data differently, as the provisions that prohibit data localization and data flow provisions do not apply to financial services. In an ideal world, the United States would not exempt financial data from the broad prohibitions on data transfer restrictions in
future trade agreements. However, given the position of financial regulators (namely the U.S. Department of Treasury and the U.S. Federal Reserve), USTR appears to find middle ground: it sets out specific steps to facilitate government access to data for regulatory purposes, and in doing so makes localization a truly final resort, while ensuring that countries remain committed to not enacting policies that require data localization or other barriers to data flows.

The opening section on location of computing facilities for financial services (article 17.20.1) focuses on the underlying issue that financial regulators are worried about—access to data, not the location of data storage. USMCA parties agreed to recognize that “that immediate, direct, complete, and ongoing access by a Party’s financial regulatory authorities to information of covered persons, including information underlying the transactions and operations of such persons, is critical to financial regulation and supervision, and recognize the need to eliminate any potential limitations on such access.” Modern cloud computing, which allows transfers of data with the click of a button, enables firms to provide such access, while still allowing firms to move financial data freely in order to provide secure, innovative, and global services.

The USMCA’s central focus on the goal of ensuring access for legitimate financial oversight objectives is made clear (through partial repetition) with the subsequent balancing provision that prohibits parties from requiring financial firms from using local computing facilities as a condition of doing business “so long as the country’s financial regulatory authorities have immediate, direct, complete, and ongoing access to information processed or stored on computing facilities that the covered person uses or locates outside the Party’s territory.” This extends to third-party suppliers of cloud storage or other related services. Each country also agreed to provide financial firms with a reasonable opportunity to make changes to their IT systems (i.e., shifting data storage from one jurisdiction or another) if they find that they’re not able to provide regulators with immediate and ongoing access to data. Such a commitment makes sense if firms realize that they’re not able to assure access as part of prudential reporting requirements, such as in “living wills” (where firms have to detail how they manage their IT systems and data) which systemically important financial institutions in the United States need to prepare under the Dodd-Frank Act. Finally, highlighting (again) the central focus on access to data, the USMCA details that even in the final resort whereby a financial regulatory requires a firm to change where it stores data, it does not necessarily mean shifting it to computing facilities in the United States (for example), but to another third-country jurisdiction where U.S. regulators know they would have access.

The end result is that these provisions will make a tangible improvement for U.S. financial firms in Canada, which has data localization requirements for financial accounting records.

For example, the Canadian Bank Act:

- Sections 239(1) - The records described in section 238 shall be kept at the head office of the bank or at such other place in Canada as the directors think fit.
• Section 597(2) - The records described in subsection (1) shall be kept at the principal office of the authorized foreign bank or at any other place in Canada that its principal officer thinks fit.17

This Bank Act requirement has been interpreted by Canada’s Office of the Superintendent of Financial Institutions (OSFI) to mean that the specified records must be maintained (or at least backed up) on computer facilities located in Canada, meaning that U.S. firms have been allowed to “mirror” datasets in systems in Canada and backup in their primary IT systems, which may be in the United States or elsewhere. OSFI has enacted regulations under the Bank Act which require firms to conduct periodic examinations of where and how firms store financial records. These requirements have resulted in expensive, redundant, and duplicative facilities and processes for U.S. financial institutions with a presence in Canada.18 Indicative of the need for changes stemming from USMCA, on September 18, 2018, OSFI announced a review and revision to these regulations, which will also likely require a legislative change to the Bank Act at some stage once USMCA comes into force.

Overall, the USMCA’s financial data provisions will support the data flows that are central to the global operations of the U.S. financial services sector. It sends the clear signal that the United States government is committed to establishing rules that govern digital trade in such a way as to ensure data flows are the norm, and that rules that prevent data flows are the rare exception. This is critical for the financial services sector, which is among the most data-intensive of any industry. Financial firms rely on the free flow of digital information to support customers and operations in virtually every sector of the economy for countries all around the world. For example, Citibank’s global banking operations show the importance of the global free flow of data. More than 60 percent of Citibank’s customers—it has over 200 million customer accounts—conduct their banking online. These processes are facilitated through 20 regional data centers, which are purpose-built using servers, storage, and networks that are environmentally controlled and highly secured to provide the highest-possible resilience for the bank’s services and customer support operations.19

The USMCA sends a clear signal that the United States will oppose the growing range of countries, such as Brazil, China, India, and Russia, who are considering or have enacted data localization requirements for financial data.20 For the United States, allowing other nations to dictate how networks are designed and built would be harmful to its domestic economy and to its international trade competitiveness. Any trend toward the localization of data and servers will move business activity away from the United States to other nations and will raise costs for U.S. financial services firms, who will pass these costs on to the many consumers, corporations, and governments who use financial services on a daily basis, creating an inefficiency that detracts from economic growth. These additional costs also make the U.S. financial services sector less competitive in foreign markets, especially against local financial firms that do not compete outside their home markets and therefore do not face the additional costs caused by having to deal with multiple forced localization measures.
Protecting Internet-Based Services/Apps That Provide Communication and Other Services

In a first for a U.S. trade agreement, USMCA includes provisions that aim to create new digital trade rules to ensure that countries don’t use behind-the-border regulations to discriminate against U.S. tech firms involved in providing a range of increasingly popular communication and media services around the world. While not in the digital trade chapter, these provisions are key examples of how the United States has worked to improve upon the TPP/CPTPP outcome in USMCA. While Canada and Mexico do not have any offending regulations, the rules would have a major impact if used in future U.S. trade agreements, as a growing number of countries are enacting discriminatory and trade-distorting rules that affect the many leading U.S. firms that use Internet-based market platforms and intermediary services as a central part of their business model.

Technological innovations have changed consumer behavior in media and telecommunications markets. This is especially the case in developing countries that have deployed mobile-phone services before (or instead of) traditional phone services, thereby leapfrogging costly fixed-line infrastructure. It also contributes to the development of a vibrant app and digital economy as people are using smartphones. Firms and individuals can use new platforms and digital services as intermediary services and as final consumer goods, such as services for communications (e.g., Skype, Viber). For messaging, “over-the-top” (OTT) service providers (such as WhatsApp, WeChat, Skype, and Facebook) provide instant-messaging services as an alternative to text-messaging services provided by traditional mobile telephone and telecommunication companies. In broadcasting, so-called over-the-top service providers (such as Netflix, Hulu, and HBO Go) deliver audio, video, and other media over the Internet instead of being packaged with cable TV subscriptions.

Many countries categorize and regulate these services as over-the-top services because they utilize broadband Internet networks that can manage voice, data, and multimedia traffic to provide services, often (though not always) without the direct involvement of the ISPs, which are often traditional telecommunications and cable TV operators. While there is no universal consensus on how best to differentiate and classify the various kinds of platforms and services—whether as OTTs, but often mixed in with concepts such as the platform economy, sharing economy, peer-to-peer economy, and others—it’s clear their role as direct and indirect agents of digital trade is important, so rules and regulations that impede their ability to play this role deserve attention.

The problem is that U.S. tech firms providing these new, innovative services face a growing range of barriers as countries use legacy regulatory frameworks for traditional telecommunications and broadcasters to enact discriminatory and restrictive regulations. While motivations vary, and often involve legitimate public policy concerns (such as taxation), a common refrain is that restrictions are needed to “level the playing field” with traditional telecommunications and broadcasting companies. In many cases, these measures serve to protect incumbent and traditional telecommunications and broadcasting providers, impede trade in online services, and make it substantially more difficult for U.S. platforms and Internet-based services to access and compete in local markets.
However, just because an OTT service like Netflix or YouTube provides video does not mean it is equivalent to an over-the-air TV broadcaster, or that Skype or other voice-over Internet protocol (VoIP) services are like circuit-switched telephony. The fundamental point to understand about these newer IP-based services is that they are more like email than television or telephony. In other words, these new services simply transport digital bits, just like email, web surfing, and other applications. In some cases, the bits are displayed as text on a screen, in other cases as sound coming out of a computer’s speakers, and in still other cases as video on a computer or smartphone screen. As such, they are not the same functionally as services that use dedicated, single-purpose technology to deliver specific services (e.g., telephony).

Moreover, the relationship between OTT platforms and traditional telecom firms is not win-lose, but one of interdependence. For telecommunications firms, the declining demand for traditional voice and text messaging services from OTT services is counterbalanced by increasing demand not only for data but for connectivity itself, which is partly driven by OTTs. OTTs need a reliable high-speed network, and telecommunication firms need Internet-based applications to stimulate demand for data traffic.

There is considerable uncertainty about whether current international trade rules apply to these Internet-based services. For example, a basic question is whether OTT services are covered by existing trade services classifications. Are OTT voice and messaging services a form of mobile telephone services or a form of data and message transmission services? The answer is the latter. What about the online distribution of audiovisual content? Is it a form of traditional television distribution or an Internet service? Once again, it is the latter. Along similar lines, do commitments countries took on at the WTO with regard to telecom services cover OTTs? Countries are able to exploit the lack of agreement on technical issues to enact measures that cut off or restrict market access.

Vietnam and Indonesia are two clear examples of countries using legacy frameworks alongside other new policy concerns, such as how to address the dissemination of false information and to ensure tax arrangements work in today’s digital economy, as a cover for digital trade protectionism. For instance, Vietnam enacted new regulations that require OTT firms to locate servers in Vietnam. The regulation also restricts how foreign OTT services operate in Vietnam by forcing them to form a joint venture with Vietnamese telecommunications companies. Meanwhile, it promulgates differentiated regulations for free- and fee-based OTT services, as the latter need to get a license from the government, while the former do not. Media reports also state that Vietnam’s prime minister ordered the Ministry of Information and Communications to restrict free OTT apps, such as Viber and Zalo (a local app), due to the impact these apps were having on traditional mobile carriers. As a Zalo representative rightly pointed out, free email services took over from postal services, but no one banned these services, yet the government seems intent on trying to do this with OTT services. Similarly, Indonesia used restrictive policies to force U.S. media firms to setup joint ventures with local firms as a condition of market entry. In April, 2017, the Indonesian state-owned telecommunication company Telkom signed a strategic partnership with Netflix, after earlier blocking
Netflix. Netflix CEO Reed Hastings told CNBC that Telkom is the only Internet service provider (ISP) in Asia that bans the company’s service.25

USMCA takes a step in the right direction in addressing this digital trade issue by including provisions in the telecommunications chapter on value-added services that address regulatory process issues for telecommunication services, and potentially, audiovisual and other sectors. The exact sectors covered by this provision depend upon the regulatory framework in each country and whether their respective agencies are responsible for other services beyond telecommunications, such as broadcasting. As a comparison, the TPP/CPTPP did not define these value-added services, nor have any specific provisions related to them. Within the context of telecommunication services, USMCA defines (article 18.1) value-added services as those “telecommunications services employing computer processing applications that: (a) act on the format, content, code, protocol or similar aspects of a customer’s transmitted information; (b) provide a customer with additional, different or restructured information; or (c) involve customer interaction with stored information.”

The central point of USMCA value-added services provisions (article 18.14) is that countries should not have their telecommunication regulators use legacy regulatory frameworks or new restrictions to unduly and unnecessarily burden new (largely Internet-based) value-added communication services in order to “level the playing field” (often code for protectionism) with traditional telecommunication providers (and potentially those in other service areas the regulator is responsible for). USMCA requires countries to justify any regulations by considering whether (or not) they help achieve a legitimate public policy objective, along with technical feasibility assessments to ensure that any regulations are actually possible (given some measures that may be possible with traditional providers may not work for Internet-based providers). Furthermore, USMCA requires that any licensing, permit, registration, or notification procedures that relate to value-added telecommunication services are transparent and non-discriminatory. Also, USMCA (article 18.14(b)) prohibits a number of specific ways that countries can use non-tariff measures to unfairly discriminate against foreign firms, such as by stipulating service coverage, mandating or justifying cost structures, and forcing firms to use particular telecommunication networks or technical standards. This is indicative of the many possible non-tariff tools that countries can use to discriminate against U.S. tech firms given they provide a similar, but different, service to incumbent traditional telecommunication/broadcasting firms, many of which are struggling to compete with new providers.

THE USMCA STRENGTHENS IMPORTANT INTELLECTUAL PROPERTY PROTECTIONS

The USMCA recognizes that the continent’s economic output is increasingly knowledge- and intellectual-property based. For instance, IP-intensive industries contribute over $6 trillion dollars, or 38 percent, of U.S. GDP.26 They also support 58 million jobs, or over 40 percent of the U.S. workforce, and jobs in these industries pay a 46 percent wage premium compared to jobs in non-IP intensive industries. And despite what Jim Balsille, the former CEO of Canada’s Research in Motion (the maker of the Blackberry), once said that, “Canada doesn’t have valuable IP to sell to the world,” the reality is that 51 percent of Canada’s economy is
represented by knowledge-based industries, and at least one-third of intangible wealth in Canada is IP-based. Moreover, IP-intensive industries support 2 million Canadian jobs. Also, in Mexico, the contribution the country’s knowledge-based industries contribute to Mexico’s GDP has doubled over the past 10 years. Trade agreements like the USMCA should appropriately include robust intellectual property provisions, for these create the conditions supporting robust levels of innovation in nations.

**Improve Online IP Enforcement in Canada and Mexico**

ITIF has contended that it's important that an updated North American trade agreement condition limited liability for Internet service providers and other digital intermediaries with sufficient responsibilities to help rightsholders enforce IP, such as by removing infringing content once it’s brought to their attention. In other words, it’s important to ensure that intellectual property rules which exist in the offline world are applied equally robustly in the online world.

An effective digital trade policy requires robust IP protections, as without them producers will be less able to sell their products and services across borders. Weak or non-existent IP protection and enforcement is a modern barrier to trade. If a nation promulgates a weak IP regime and turns a blind eye to rampant and deliberate content piracy, imports of IP-based goods and services paid for with an export of money would by definition decline. For an innovative economy, such as the United States, this matters, as the knowledge and creativity required to create the goods and services exchanged in the 21st century—from smartphones, to biopharmaceutical drugs, to movies and music—is difficult to develop, but often very easy to steal or pay for at less than full-market value. But without fair payment, U.S. and global innovation and creative output decreases.

An important component for a dynamic and innovative digital economy is the need for rights and responsibilities involved in creating “safe harbors” to limit the liability of Internet service providers and other digital intermediaries from users who infringe copyright. For example, liability limitations for ISPs and other digital intermediaries in the United States allowed U.S. digital startups to worry about improving and expanding features and attracting and retaining customers, rather than policing and limiting their services for fear of lawsuits. These laws reduced the legal risks in building platforms for the use of millions. The balancing side of this framework are the rules and norms by which ISPs and other digital intermediaries need to work with rights holders to deal with users who use their services to infringe copyright. The problem that U.S. rights holders often face is that countries do not achieve the appropriate balance between IP protection, enforcement, and exceptions. When this “safe harbor” framework is unbalanced—i.e., when intermediaries are not liable, or when they have limited liability protections, but without corresponding responsibilities and mechanisms to help ensure IP is effectively protected—it undermines the ability of U.S. rights holders to benefit from their IP in today’s digital economy. An unbalanced framework can undermine IP, especially online, given the ease, speed, and low-to-no cost of digital piracy.
The issues in both countries are different, but related, in that they concern the legal framework for how digital intermediaries are liable or not for their users who infringe copyright and if/how these intermediaries work with rights holders to remove this material. While the U.S. notice-and-takedown process is not perfect, there are ways to improve its performance as there are clear societal benefits to removing infringing content from the Internet. Widespread piracy has a negative economic impact, seriously harming the artists who create content and the technicians who produce it. Piracy limits the ability of content producers to create legitimate business models for selling digital content. It hurts U.S. competitiveness, as the U.S. economy has a competitive advantage in content industries. And it hurts law-abiding consumers who must pay higher prices for content (or have access to less content or lower-quality content in the marketplace) to compensate for the costs of piracy. And while innovative, legitimate alternatives to piracy have continued to blossom on the Internet in recent years, piracy has also continued to grow.

Article 20.J.11 of USMCA addresses legal remedies for instances of copyright infringement occurring online and the extent of safe harbors designed to limit the liability of ISPs. USMCA’s provisions set the parameters of conditions in which ISPs can benefit from safe harbors, requiring service providers to adopt and reasonably implement certain policies and standard technical measures including a “notice-and-takedown” system, in addition to not receiving a direct financial benefit from infringing activities.

Canada: Able to Keep Flawed “Notice-and-Notice” System

Yet the USMCA is disappointing in that Canada did not commit to a high-standard notice-and-takedown-system. An annex to the IP chapter clarifies that Canada is exempt from the provision’s application based on Canada’s framework is unbalanced in that it does not condition the limited liability for ISPs and other intermediaries with sufficient responsibilities to help rights holders enforce IP, such as by removing infringing content once it is brought to their attention (as the U.S. Digital Millennium Copyright Act [DMCA] requires in the United States). Without such conditions, Canada’s framework does not create the necessary legal incentives for ISPs and other digital intermediaries to work with copyright holders to remove infringing content. The International Intellectual Property Alliance (IIPA), which represents U.S. copyright holders, reports that the notice-and-notice system has not generated any significant change in consumer behavior with regard to infringement and that some ISPs ignore or only partly follow their obligations to send along notices to users. The problem, as the IIPA points out, is that simply sending a notice to a user, without the potential for any meaningful legal consequences, does not always encourage users to stop posting or to remove copyright-infringing content.

Overall, Canada’s approach leads to weak online IP enforcement, which undermines the ability of U.S. rights holders to protect and use their IP in Canada’s digital economy. The IIPA, in a submission to USTR on the issue, highlights the seriousness of the situation: “[T]he consistent absence of any criminal enforcement in Canada against even the most blatant forms of online theft completes the picture of a system that is still not up to the challenge. … Taken as a whole, these deficiencies in Canada’s online liability legal regime still tilt
the field of competition against licensed services, and also continue to send the wrong signals to consumers about whether infringing activities are tolerated.”34

Mexico: Will Enact a Safe Harbor Framework, But Considerable Uncertainty About Implementation

Mexico has three years to implement a copyright safe harbor framework, which is progress as U.S. copyright holders reported one of the biggest obstacles to effective online IP enforcement is the fact that Mexico has no laws that directly establish legal liability principles for ISPs and other digital intermediaries with regard to users who infringe copyright.35 However, there is considerable uncertainty about what framework Mexico will end up implementing given the nature of USMCA’s language on copyright safe harbors and past precedent in how other U.S. trade partners have not enacted these provisions (such as Colombia), while others (such as Chile) have enacted seriously problematic copyright safe harbors as part of their implementation of their free trade agreements with the United States.

Currently, ISPs in Mexico are only subject to general liability principles in Mexico’s Civil and Criminal Codes. Without a clear legal framework, U.S. copyright owners have not had a clear mechanism to identify infringing material and to work with intermediaries to remove infringing content. In this uncertain legal environment, Mexico’s procedures to get ISPs and hosting providers to take down infringing material is proving ineffective. Some ISPs are unsure how to handle takedown measures, while others ignore them. The hope was that USMCA would result in a much clearer and predictable legal framework for rightsholders to effectively work with ISPs to fight piracy online.

However, there is considerable uncertainty about how Mexico will actually enact USMCA’s safe harbor provisions and what this will mean for U.S. rightsholders. For example, footnote 119 gives rise to concerns about how Mexico will interpret the copyright safe harbor provisions alongside provisions in Mexico’s constitution. It’s unusual that a trade agreement would need to include an explicit mention that a provision is “consistent with that Party’s existing constitutional provisions.” It would be assumed that every provision of a trade agreement is consistent with a party’s constitution, so the question is why would Mexico want this explicit mention in this particular part of the intellectual property chapter. In including this reference, and in looking to Chile as a model, it raises considerable uncertainty about how Mexico will interpret these provisions alongside constitutional provisions relating to freedom of speech, expression, and due process, each of which relate to the issues tied up in copyright safe harbors.

This same footnote raises uncertain about the legal and administrative framework and process that governs how rightsholders receive the legal authority to ask ISPs to take down copyright-infringing material—a process that needs to be quick, low-cost, and straightforward for a safe harbor framework to be effective. USMCA raises concerns in that the footnote states that a party (i.e., Mexico) “may establish an appropriate role for the government,” which could mean a broad range of mechanisms, only limited by the rest of the footnote’s limitations that this government role “does not impair the timeliness of the process ….and does not
entail advance government review of each individual notice.” This raises concerns about what mechanism Mexico has in mind, given that Mexican officials have reportedly looked to Chile as a model.

What this potentially points toward is a system that is different to U.S. Digital Millennium Copyright Act, which USMCA and other U.S. trade agreements are supposed to reflect. In particular, the USMCA and U.S.-Chile FTA omits provisions for a private notice-and-takedown system, under which the liability protections of service providers are contingent on those providers complying with rightsholders formal notices to take down allegedly infringing material. This is a crucial piece of the U.S. Digital Millennium Copyright Act. In a scenario that could happen in Mexico (given the references to the constitution and government role above), the Chilean National Congress rejected several amendments that would have introduced such a private notice-and-takedown system due to concerns over certain constitutional rights. Chile’s system instead requires a court order to have infringing content taken down. As the IIPA outlines, this raises the burden for rightsholders and ultimately creates a system that is simply too costly and time consuming, along with being very ineffective. Ultimately, IIPA concludes that Chile’s approach is not compliant with the FTA and is not the precedent the United States should allow Chile to set for others to follow. It’s this type of result that U.S. rightsholders want to avoid in Mexico, yet given the language included, could well be the end result.36

Copyright
Robust copyright protections protect individual and corporate creators of novel works of art including books, movies, music, and other forms of content. Strong copyright protections enable a healthy production system that includes not only productivity, quality, and innovation, but also national competitiveness. As such, it’s important to focus on the impact of copyright regimes on the overall production system, including the ability to produce higher-quality and more-innovative content. Strong copyright enables the production of more-complex, expensive products, particularly for movies, where copyright enables studios to invest tens of millions of dollars in high-tech special effects. As importantly, strong copyright protections help preserve and create jobs—many of them paying higher wages—and economic growth in nations, such as the United States, which specialize in the production of copyrighted content and attempt to sell it around the world. Without strong and long copyright protections, the U.S. economy would lose a valuable source of export revenue, as our global leadership in content industries would be for naught if other nations stopped paying for such content. As such, the USMCA appropriately establishes a copyright term of not less than the life of the author (or artistic creator) plus 70 years after the author’s death.37

Biologics and the Life-Sciences Sector
The life-sciences industry is one of America’s and the world’s most R&D-intensive industries. For instance, America’s life-sciences sector invests over 21 percent of its sales in research and development, while accounting for 23 percent of domestic R&D funded by U.S. businesses—more than any other sector.38 And measured by R&D expenditure per employee, the U.S. biopharmaceutical sector leads all other U.S. manufacturing sectors, investing more than 10 times the amount of R&D per employee than the average U.S. manufacturing sector.39 Strong private and public sector investment has made the United States the world’s
largest global funder of biomedical R&D investment over the past two decades, a share that some analyses suggested reached as high as 70 to 80 percent. America’s innovative life-sciences sector competes by developing new-to-the-world medicines, therapies, and treatments, which themselves fundamentally embody and depend upon intellectual property. As such, it’s appropriate that the USMCA incorporates robust intellectual property protections for life-sciences industries.

In particular, USMCA commits partner countries to provide 10 years of protection for the clinical trial data used to prove the safety and efficacy of novel biologic drugs. Biologics are large, complex molecules derived from living cells that are manufactured from living organisms. Biologic medicines—which include therapeutic proteins, DNA vaccines, monoclonal antibodies, and fusion proteins—are significantly more complex structurally than traditional “small molecule” pharmaceutical drugs. Because biologics must be manufactured within living tissues, the resulting protein is unique to the cell lines and the specific process used to produce it, and even slight differences in the manufacturing of a biologic can alter its nature.

Because regulatory approval for biosimilar drugs does not require identity with the pioneer biologic drug it references, without an extended period of data exclusivity—which protects the actual investment needed to prove the safety and efficacy of a biopharmaceutical product—a competing biosimilar product could elude the innovator’s patent while still relying on the innovator’s clinical data for regulatory approval, thus creating a “patent protection gap.”

Recognizing both the unique nature of biologic therapies and the need to strike a balance between innovators’ incentives for investment in expensive and risky novel drug development while at the same time making room for competition by creating a path for biosimilar manufacturers to bring biosimilar products to market, in 2009 Congress passed the bipartisan Biologics Price Competition and Innovation Act (BCIPA), which enshrined 12 years of data exclusivity protection for novel biologic medicines. This protection means that biosimilar manufacturers must independently conduct the comprehensive pre-clinical and clinical trials for their own product, or wait the 12 years required by the Biologics Act before requesting a regulatory shortcut to approval based on the innovator’s prior approval and data. While ITIF has advocated for USMCA incorporating 12 years of data exclusivity protection for biologic drugs, and while it’s imperative that this remains the standard for the United States, it was at least a constructive step that the USMCA committed Canada and Mexico to raise their length of protection for clinical trial data underpinning novel biologic drugs to 10 years, with Canada raising its level up from 8 years and Mexico from 5 years. Laws in both Canada and Mexico will have to be changed to meet these requirements. USMCA also laudably provided for adjustment to patent terms for delays owing to the patent granting authority (i.e., patent term extension). However, Canada does not currently provide for patent term adjustment for "unreasonable" delays in the issuance of a patent by the Patent Office, and at this time there is no indication of how long the patent term will be extended over such delays.
Prohibiting Forced Technology Transfers: Protecting Encryption and Source Code

Encryption—the technology many companies use to secure high-tech goods and digital services from unauthorized access—is at the forefront of competition in IT goods and services. Encryption plays an important, but often unrecognized, role in the modern economy. Because proprietary security measures that use encryption are intangible software that is embedded in goods or services, enterprises’ source code—the lines of computer code at the heart of software—is susceptible to theft and replication, and therefore relies on intellectual property protections. As many of these products involve high-fixed costs for research and development to bring the first copy to market, but low marginal costs in subsequent copies, encrypted products and services represent an attractive target for foreign governments trying to collect and pass along the intellectual property to help local firms.

USMCA includes a number of provisions (that mirror the CPTPP) to protect commercial information and communications technology (ICT) goods that use cryptography, while excluding government use and a number of law enforcement and financial-sector related issues and concerns. The focus is on countries using cryptographic-related requirements as a condition of market entry. First, USMCA prohibits countries from forcing firms to transfer or provide access to any proprietary information relating to cryptography, including by disclosing a particular technology or production process or other information—for example, a private key or other secret parameter, algorithm specification, or other design detail, to the Party or a person in the Party’s territory. Second, it prohibits countries from enacting rules that indirectly create a barrier to market entry by forcing them to partner or cooperate with a local firm in the development, manufacture, sale, distribution, import, or use of a commercial ICT good with cryptographic material. Third, it prohibits another technical barrier to trade whereby a country forces a firm to use a particular cryptographic algorithm or cipher, which otherwise makes their proprietary algorithm redundant as well as opening their product up to potential cyber threats given they’re forced to use a non-preferred form of encryption.

The USMCA provides much-needed protections for source code (addressed in the digital trade chapter). Article 19.16 prevents parties from requiring “the transfer of, or access to, source code of software owned by a person of another Party, or to an algorithm expressed in that source code, as a condition for the import, distribution, sale or use of that software, or of products containing that software, in its territory.” This is important for data innovation because it reduces the risk of parties imposing mandates for algorithmic transparency on AI systems developed in other countries, thereby exposing them to considerable intellectual property risks. It’s easy to imagine how some countries could use algorithmic transparency requirements to force foreign firms to reveal intellectual property that would aid domestic firms. While the agreement would still allow parties to enact algorithmic transparency mandates for all firms, both foreign and domestic, this provision prohibits countries from using algorithmic transparency as a protectionist measure.

THE USMCA STRENGTHENS DISCIPLINES AGAINST INNOVATION MERCANTILISM

ITIF defines innovation mercantilism as the use of unfair trade practices—such as forced intellectual property or technology transfer as a condition of market access, production or export subsidies, standards or currency...
manipulation, etc.—designed to help a country’s technology-based industries to compete in international markets. Even though Canada and Mexico are not innovation mercantilists, the USMCA appropriately includes a number of disciplines that should become global norms in trying to combat the growing global spread of innovation mercantilism.

For instance, the currency chapter in the USMCA takes a number of important steps, including committing parties to: 1) disclose and publish (with various lags) all data relevant to their activities in foreign exchange markets; 2) consult one another when and if they intervene in currency markets; and 3) affirm that they will “avoid manipulating exchange rates or the international monetary system in order to prevent effective balance of payments adjustment or to gain an unfair competitive advantage.”48

The USMCA laudably includes new disciplines and restrictions on state-owned enterprises. For instance, one provision precludes state-owned enterprises from benefitting from lower tariff levels.49 USMCA also implements broad protections against trade secret theft, including that perpetrated by state-owned enterprises.

Another laudable step USMCA takes is in attempting to forestall partner country trade pacts with non-market economies. Specifically, a USMCA provision states that if a partner country enters a free trade deal with a “non-market” country such as China, the others can quit in six months and form their own bilateral trade pact.50 Further, a USMCA partner must notify the others three months before entering into such negotiations.

**USMCA’S DISAPPOINTING OUTCOME ON SMALL PACKAGE TRADE AND DE MINIMIS THRESHOLDS**

To facilitate greater cross-border trade in the small packages associated with e-commerce, the USMCA appropriately prevails upon Mexico and Canada to raise their de minimis shipment value levels, but to levels that are not commercially significant. While this issue is still reportedly being debated, this is a disappointing outcome that will affect the growing number of firms, especially small- and medium-sized ones, involved in using e-commerce platforms to engage in international trade.

The de minimis threshold defines the monetary value below which a physical good is exempted from customs duties, taxes, and all but minimal paperwork. A commercially significant de minimis level is crucial for developing a regional e-commerce market which can help the United States maximize its comparative advantage as well as improve competitiveness of the entire North American region. To that end, a higher de minimis threshold is always better.

De minimis is particularly important for the growing number of micro, small, and medium-sized businesses which use e-commerce platforms to access global markets and attain economies of scale. However, since such SME exports tend to be small package trade, the de minimis threshold can shape their business. Trade liberalization has reduced tariffs and quotas, propelling dramatic growth in trade in recent decades, but it’s now at a point in many countries that logistics costs for small-package trade are greater deterrents to trade
than remaining tariffs.\textsuperscript{51} These additional costs—in terms of time, complexity, and financial resources—act as a protectionist barrier to small package e-commerce as it can equal a major part of the value of the actual product, thereby making such trade unprofitable. Logistical barriers are also more critical for SMEs than larger firms, as they don’t have the scale, resources, or administrative capacity to navigate legal and regulatory issues across multiple jurisdictions. In the face of a low de minimis threshold, some SMEs will choose to opt-out rather than overcome the paperwork and sometimes tariffs to acquire imported inputs and send exported products abroad. A low de minimis threshold is thus a barrier to modern trade that has not been tackled in past trade agreements.

Addressing these barriers to SME-based small packages trade also holds broader economic significance—SMEs that engage in trade employ more people, pay higher wages, achieve higher sales, and are more productive than SMEs that do not.\textsuperscript{52} Exporting SMEs also have a higher chance of surviving. Exporting helps SMEs learn, innovate, diversify sources of revenue, improve capacity utilization, and improve overall competitiveness. In addition, helping SMEs diversify their exports drives further firm productivity.\textsuperscript{53} An increase in the de minimis threshold also means consumers will have access to a broader array of goods, receive those goods more quickly, and pay less for them overall. With goods being exempted from duties, taxes, and some paperwork, new products are likely to be offered as businesses take advantage of the simplicity of exporting. With fewer compliance procedures to handle, goods can pass across borders more quickly and arrive at their destination in a shorter time. Finally, as the de minimis threshold is raised, more goods will be exempt from duties and taxes, meaning consumers will face lower final prices.

Beyond the impact on SMEs, a higher de minimis threshold supports the investment and job creation driven by e-commerce firms’ platforms. As e-commerce grows, platforms including Amazon and Walmart make investments, so they can more effectively respond to customer needs and demands. For example, the rise of services like same-day or two-hour delivery through Amazon Prime or Instacart have fostered investments in warehousing which allow these firms to quickly get products to their customers. Amazon, for instance, is opening a one-million-square-foot storage facility near Mexico City that will create up to 3,000 jobs and is in the planning stages of an additional, similarly sized warehouse in the Mexican state of Queretaro.\textsuperscript{54} Similar-scale investments have been made near Canadian cities including Calgary and Ottawa.\textsuperscript{55} Investments like these, which are helped by increases in the de minimis threshold, continue to foster the large and growing regional e-commerce market in North America. This directly benefits American producers as well as consumers across the continent.

The goal for USMCA should have been to raise the regional de minimis threshold to a commercially significant level closer to what the United States has: $800. In USMCA, Canada committed to raise its de minimis level for the first time in decades (it maintains one of the lowest de minimis thresholds in the world), from $15 to $30 for taxes and to $113 for duty-free shipments. Mexico will continue to provide a $50 threshold for sales tax free and to provide duty-free shipments up to the equivalent level of $117.\textsuperscript{56} For both Canada and Mexico, the relevant provision sets these amounts as the floor (meaning they can raise it beyond
this level if they like). In negotiations with the United States in August, Mexico initially agreed to raise the threshold on customs duties and taxes to $100, but reverted to $50 for taxes to match what Canada had negotiated.57 However, even these modest increases in Canada and Mexico become less meaningful as these de minimis thresholds only apply to packages sent by (more expensive and less-frequently used) express shipment services (such as Fedex or UPS), meaning that (cheaper and more common) national postal delivery services (like Canada Post) are exempt.58 So this means that Canadian and Mexican firms will be able to export goods with a much higher value to the United States through whatever postal service they prefer, while U.S. firms will be stuck with much lower limits that differ by delivery service.

USMCA’S BROADER ECONOMIC IMPACT

As noted, NAFTA delivered positive economic impacts for both the United States and its two North American trade partners. Employment impacts from NAFTA were generally positive, overall. In a 2014 analysis, the Peterson Institute for International Economics found that, by contributing to the development of cross-border supply chains, NAFTA lowered costs, increased productivity, and improved U.S. competitiveness. Peterson’s analysis found that, annually since NAFTA went into effect, the U.S. economy lost 203,000 jobs and gained 188,000 jobs as a consequence of the pact, for an average annual job loss of 15,000 workers (which was at most 5 percent of displaced U.S. workers per year from 1994 to 2014).59 However, Peterson found that each new job gained as a consequence of NAFTA paid 7 to 15 percent more than the average job displaced, and moreover that, on average, per each job lost, the U.S. economy gained roughly $450,000 in the form of lower prices and increased productivity.60 Moreover, Peterson found that these lower costs (and greater consumer choices) led to an average greater (effective) annual income for each U.S. household of $10,000. Further, Peterson’s study found that, in the absence of NAFTA, the U.S. economy might have lost more jobs in the two decades from 1994 to 2014, because the agreement made the U.S. and the broader North American economy more competitive in manufacturing compared to China and other Asian nations than would have been the case otherwise.

We can expect these types of economic impacts to continue under the revised NAFTA. To be sure, the processes of employment dislocation—whether driven by technological change, trade agreements like the USMCA, or the broader forces of globalization—will continue in the United States, just as they will elsewhere. If this dynamic of trade facilitating the replacement of lower-paid with higher-paid jobs in the United States is to continue effectively, then the United States is going to need to do a much better job of preparing its workforce for these transitions.61 Unfortunately, the United States invests just one-sixth the OECD average in active labor market (i.e., workforce retraining) policies, and just one-twelfth the average of leading nations such as Denmark and Sweden.62 In the absence of serious and effective policies and programs that can help retrain and reskill U.S. workers, then both will their employment outcomes be weaker, but also support for trade and globalization will decrease, as dislocated workers encounter more difficulty in transitioning into new opportunities. Thus, the United States needs to complement trade agreements like USMCA with effective policies for both robust K-12 education systems (so that in those graduating from U.S. high schools, community colleges, and universities America brings into the workforce individuals
equipped with relevant and up-to-date skills) as well as worker retraining systems, so the existing workforce is trained with the up-to-date skills it needs to compete.

**CONCLUSION**
The USMCA definitely builds upon NAFTA, and in most regards, provides the framework for a more integrated regional economy that is based on innovation, digital technologies, and intellectual property. Some provisions directly addressed issues that exist in Mexico and/or Canada, which thereby removes a barrier to trade for U.S. firms. Even though other provisions address issues that only exist outside of North America, these still provide certainty for the U.S. government and firms that the region will not adopt innovation mercantilist policies that exist outside the region, especially those already in place in China. In this way, the three countries sent a signal to other countries that they’re committed to putting in place mutually beneficial modern trade rules for each other and that they’re willing to work together to counter the innovation mercantilist policies which threaten the rules-based, multilateral trading system.
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