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**IMPACT OF CHINESE MERCANTILISM ON U.S. AND GLOBAL INNOVATION**

This section examines the nature of Chinese innovation mercantilism, reviews academic literature assessing the impact of Chinese mercantilism on U.S. and global innovation, provides several case studies of the impacts of Chinese innovation mercantilism on U.S. industries, and concludes with an assessment of the broader impacts of China’s innovation mercantilist practices on the U.S. economy.

**An Overview of Chinese Innovation Mercantilist Practices**

When it joined the World Trade Organization (WTO) on December 11, 2001, China committed to joining a community of nations pursuing “open, market-oriented policies” in accordance with the foundational WTO principles of “non-discrimination, market access, reciprocity, and fairness.” But while China has taken full advantage of its WTO rights, it has also largely ignored its responsibilities and commitments through its embrace of state-directed capitalism predicated upon aggressive innovation mercantilism.

Indeed, China has contravened many of its WTO commitments, but perhaps the three most fundamental ways it has done so are through its rejection of the WTO’s market orientation, its embrace of the principle of absolute vs. comparative advantage, and its adoption of a wide range of unfair, trade-distorting innovation mercantilist practices.

Regarding the first, during WTO entry negotiations, Chinese representatives averred that China would hew to a market orientation and that its government would not influence trade and business operations. As the *WTO Report of the Working Party on the Accession of China* notes, “The Government of China would not influence, directly or indirectly, commercial decisions on the part of state-owned or state-invested enterprises, including on the quantity, value, or country of origin of any goods purchased or sold, except in a manner consistent with the WTO Agreement.”

But China’s embrace of “state capitalism” (or “China Inc.”) as described by Mark Wu) shows how China has backtracked from (or simply ignored) this essential requirement of WTO membership through its embrace of, in Chinese President Xi Jinping’s framing, a “socialist market economy with Chinese characteristics.” The Chinese government—that is, the Chinese Communist Party (CCP)—exercises effective control over all domestic firms, whether state-owned enterprises (SOEs) or private ones, operating in its economy. In fact, under Article 19 of the *Company Law*, all SOEs or private Chinese companies have a Chinese CCP cell that management must listen to, if not necessarily obey. Article 19 in essence codifies CCP influence over corporate governance and business decisions in China.

This gives rise to an economy wherein the party-state—a form of government in which a political party, rather than citizens or individual politicians, are the primary basis of rule—remains all powerful, though with a veneer of economic activity putatively driven by private enterprises. It is
difficult to apply labels such as “market vs. nonmarket” and “private-led vs. state-led” to the Chinese context. To be sure, Chinese leaders may attempt to obfuscate or prevaricate about the true nature of their economic system with epithets, but, essentially, China fundamentally rejects a market-based system.

The intellectual foundation of the global trading system stems from the work of classical economist David Ricardo, who developed the theory of comparative advantage, which suggested that nations should specialize in production of goods or services at which they are the most efficient at producing and trade for other goods and services at which they’re not, with this system of exchange being global welfare-maximizing. But China fundamentally rejects the theory of comparative advantage, instead seeking absolute advantage in virtually all industries, especially in advanced technology products, such as aerospace, high-speed rail, semiconductors, telecommunications equipment, biotechnology, robotics, and clean-energy technology platforms such as wind turbines, solar panels, and electric batteries and vehicles. Unfortunately, China’s goal of absolute advantage runs counter to the effective functioning of the global trading system, which is grounded in the notion of competitive advantage: nations finding what they are good at or can be good at and exporting products and services in these areas to pay for the imports of goods and services they are not as good at producing.

But it’s not only that China seeks absolute advantage in virtually all advanced technology industries, it’s that the manner in which China has elected to compete in these industries is not (only) through “good” innovation policies such as investing in research and development (R&D), skills, and digital and physical infrastructure (policies that increase the global stock of knowledge and innovation), but increasingly through a wide-range of zero-sum “innovation mercantilist” practices.

Indeed, the nature of Chinese economic and trade policy—such as showering massive subsidies on domestic companies, manipulating its currency to gain unfair price advantage in foreign markets, obtaining massive amounts of foreign IP without paying for it, restricting or limiting Chinese market access to foreign firms in digital industries, etc.—represent extremely distortionary and unfair practices. These and other such policies (see Table 1) have conferred an unfair advantage upon Chinese companies—which on average are significantly less innovative than their foreign competitors, the very reason China embarked on its “innovation mercantilist” efforts. China’s “innovation mercantilist” policies have created such intense competitive pressures that many foreign companies have either closed or cut back, including on their R&D expenditures and other innovative activities, not only in China’s market but in their home markets as well.

**Academic Studies of the Impact of Chinese Mercantilism on Innovation**

Indeed, when Chinese subsidies prop up enterprises that would not be genuinely competitive on a market basis, these firms can sell their products on less-than-market terms and so draw market share from more-innovative companies, depriving those enterprises of revenues needed to recoup investments and fund future generations of innovation. This is why virtually all academic studies have found a negative impact from China’s mercantilist policies on U.S. and global innovation.
For instance, 2017 research by Autor, Dorn, Hanson, Pisano, and Shu examined the impact of Chinese competition on U.S. patents from 1975 to March 2013. The authors:

> Document a robust, negative impact of rising Chinese competition on firm-level and technology class-level patent production. Accompanying this fall in innovation, global employment, sales, profitability, and R&D expenditure all decline within trade-exposed firms.  

They also find that “accelerating import competition from China during the 2000s can explain about 40% of the slowdown in patenting in 1999–2007 relative to 1991–1999.” On average, Autor et al. find that firms reduce R&D investment when they belong to industries that are exposed to more import competition from China.

A number of other studies have found similar results for the U.S. economy. Akcigit, Ates, and Impullitii looked at the impact of China on U.S. innovation and found that, “Even a relatively very advanced economy might experience a reduction in aggregate innovation, if it has an enough number of sectors that are getting discouraged by foreign competition.” They went on to note “foreign technological catching-up hurts U.S. welfare by stealing away business and profits of U.S. firms.” Hombert and Matray found similar results, observing, “[R]ising imports lead to slower sales growth and lower profitability for firms in import competing industries.” However, this effect is significantly smaller for firms that have invested large amounts in R&D, thanks to more generous state R&D tax credit policies.

Studies of the impact of Chinese competition on the Canadian innovation system have reached similar findings. Kim studied whether Chinese competition could help explain both the decline in business enterprise R&D and total factor productivity (TFP) in Canada after 2000 (China was accepted into WTO in December 2001). Myeong Wan Kim used Canadian firm-level data to explore the impact of rising Chinese import competition on Canadian firm R&D. Chinese imports as a share of domestic production increased from around 2 percent in 2000 to around 8 percent in 2010. The study found “increasing Chinese import competition reduced R&D” within Canadian firms. Another study analyzing the impacts on Canadian innovation found similar results. Keung, Li, and Yang found “the 4-percentage-point increase in Chinese import share between 1999 and 2005 led to the exit of 4.2% of the firms sampled in 1999 over that period, which is very large relative to the 17% overall exit rate of these firms.” Moreover, surviving firms had lower profits than otherwise would have been the case.

The evidence with regard to the impact on Europe is mixed. One highly cited study on the effect of Chinese trade on a number of northern European economies found Chinese trade stimulated innovation. Bloom, Draca, and Van Reenen studied the impact of Chinese trade on EU innovation from 2000 to 2007 and concluded, “China appeared to account for almost 15% of the increase in patenting, IT, and productivity.” They found, “Chinese import competition reduces employment and survival probabilities in low-tech firms.” In addition, “Firms with lower levels of patents or TFP shrink and exit much more rapidly than high-tech firms in response to Chinese competition.” However, “Chinese import competition increases innovation within surviving firms,” especially firms
that are more high-tech (higher patenting rates). One key question the authors failed to answer, in part because it is methodologically difficult, is whether these firms that went out of business are less innovative than their Chinese counterparts.

However, in a more recent, 2019, paper, Douglas Campbell and Karsten Mau reached a different conclusion, finding:

[T]he apparent positive impact of Chinese competition on European patenting [that Bloom et al. find] disappears once one controls for richer sectoral trends, the lagged level of patents, or switches to Chinese import penetration instead of the Chinese share of imports… Thus, we believe we have partially solved the puzzle of why the rise of China ostensibly had a negative impact on patents in the US (or, others have found no impact on R&D for the US), but a positive impact in Europe—the latter results appear to be spurious.18

Indeed, Karsten and Mau conclude, “When controlling for lagged patents and outsourcing, and using Chinese penetration, one is more likely to get negative and significant coefficients.”19 The authors reached this finding in part because they used more robust methods, including more controls for spurious correlation, such as lagged patents trends and pretreatment levels.

**Industry-level Case Studies of Chinese Innovation Mercantilism**

In 2021, ITIF undertook to examine the impact of Chinese innovation mercantilist policies on five U.S. industries: solar panels, high-speed rail, telecom equipment, semiconductors, and biopharmaceutical products. In each case, ITIF’s economic models suggested significant negative impact on global R&D and patenting from China’s innovation mercantilist polices.20

For instance, ITIF’s report, “Moore’s Law Under Attack: The Impact of China’s Policies on Global Semiconductor Innovation,” found that “China’s innovation mercantilist practices in the semiconductor sector have included excessive ownership and subsidization of state-owned or state-supported enterprises; direct provision of equity or provision of financing at below-market terms; state-directed or state-enabled acquisition (or attempted acquisition) of foreign semiconductor companies; IP theft; forced or compelled technology transfer, especially through mandated joint ventures; and manipulation of technology standards, alongside a variety of other market-access restrictions or impediments that seek to advantage Chinese players in this sector to the detriment of foreign competitors.”21

In the semiconductor sector, perhaps China’s most pernicious mercantilist practice has been aggressively industrial subsidization, largely channeled through the country’s $170 billion National Integrated Circuit (IC) Fund. A 2019 Organization for Economic Cooperation and Development (OECD) report examined government funding support for 21 international semiconductor firms from 2014 to 2018, finding that Chinese companies received 86 percent of the below-market equity provided by nations’ governments over that period.22 With regard to China’s largest semiconductor player, Semiconductor Manufacturing International Corporation (SMIC), the OECD found that state subsidies accounted for slightly over 40 percent of the company’s revenues from 2014 to 2018.
(state subsidies also accounted for 30 percent of Tsinghua Unigroup, and 22 percent of Hua Hong, revenues over this period).23

Of particular import, the OECD study found that there “notably appears to be a direct connection between equity injections by China’s government funds and the construction of new semiconductor fabs in the country.”24 Such subsidies are an important part of the explanation why China’s share of global semiconductor manufacturing capacity, which was barely 1 percent in 2000, increased to 11 percent by 2010, 15 percent by 2020, and is forecast to increase to 24 percent by 2030.25 China’s subsidies in the semiconductor space are especially pronounced in the memory chip part of the market. For instance, Yangtze Memory Technologies Co. (YMTC) is a Chinese state-controlled joint venture stood up from whole cloth by the National IC Industry Investment Fund, the state university-controlled fabless semiconductor firm Tsinghua Unigroup, and the Hubei Science and Technology Investment Group, supported by $24 billion in initial government funding allocated for its initial Wuhan factory alone.26 In effect, YMTC is China’s state-owned national champion for memory chips, especially those used in solid-state hard drives and USB flash drives. By year-end 2020, YMTC announced it would triple production to 60,000 wafers per month, equivalent to 5 percent of global output. As the Hinrich Foundation’s Alex Capri wrote about these investments, “As China’s memory chip production is based on government output targets and other strategic, non-market driven goals, then the possibility of an over-supply of NAND and DRAM chips would seem likely, at some point, which would drive down global market prices. None of this bodes well for the world’s existing players in this space.”27

In other words, Chinese subsidies (and other mercantilist practices) are propping up inferior, less-innovative Chinese semiconductor enterprises at the expense of U.S. and other foreign competitors. To wit, ITIF’s analysis found that non-Chinese semiconductor firms had a patent intensity (patents as a share of sales) four times greater than Chinese semiconductor firms. Factoring in these firms’ lower patent intensity and assuming that without unfair Chinese government policies these firms’ global market share would be one-third of what it is today, ITIF calculated that the cost of these policies was a significant reduction in global patenting. ITIF concluded that, in 2019, Chinese innovation mercantilism led to approximately 5,100 fewer U.S. semiconductor patents awarded than would otherwise be the case (out of a total of about 19,500 issued).28

ITIF found similar effects when it examined China’s policies toward developing its telecommunications equipment industry. As ITIF found, there’s no question that, without unfair innovation mercantilist policies and programs, China would lack a globally competitive telecom equipment industry. Neither Huawei nor ZTE, China’s two national champions, would have more than de minimis market shares, even in China. Nor is there any question that Chinese market-share gains have come at the expense of innovative telecom equipment providers based in other nations. In the 2000s, Chinese innovation mercantilism contributed to the demise of Canada’s Nortel and America’s Lucent, the world’s two most-innovative telecom equipment producers in the late 1990s. And since then, China’s rise has come at the expense of global market share and profits for Europe’s Ericsson and Nokia, the number two and number three players in the industry, respectively.29
Just as with semiconductors, Chinese telecommunications firms benefitted from massive industrial subsidization. For instance, the Wall Street Journal reported that: “Huawei had access to as much as US$75 billion in state support over the past 25 years, including grants ($1.6 billion), credit facilities ($46.3 billion), tax breaks ($25 billion), and subsidized land purchases ($2 billion).” The company’s sales were also bolstered by generous export credit support, with The Washington Post reporting in May 2019 that, “state-owned Chinese banks have made a $100 billion line of credit available to Huawei customers.” As the article noted, “[Though] less than 10 percent has been used, even $10 billion dwarfs the $200 million in new loans the U.S. Export-Import Bank granted to all customers in 2017.”

And, as with semiconductors, ITIF finds the evidence suggests there would be even more innovation in the industry today if Huawei and ZTE did not exist: a greater number of innovative, non-Chinese firms would have more revenue to support more productive R&D. ITIF estimated that if Ericsson and Nokia took all of Huawei and ZTE’s telecom equipment sales, global telecom equipment R&D would increase 20 percent, 5G standards contributions would increase 18 percent, and essential 5G patents would increase 75 percent. In short, Chinese policies, and Chinese telecom equipment firms, on net, are a drag on global innovation.

Solar panels represent another instance of massive Chinese industrial subsidization, with Chinese firms receiving $42 billion in subsidies for solar photovoltaic (PV) cells from 2010 to 2012 alone. Those subsidies helped China’s global share of production of PV cells, the industry’s core technology, surge from 14 to 60 percent between 2006 and 2013. The effect of this surge was to knock some 200 to 300 U.S. solar start-up companies out of business. The decimation of PV manufacturing outside China drove many innovative firms out of the business entirely, in large part because they could not match the predatory prices offered by government-subsidized Chinese competitors (indeed, Chinese crystalline solar PV prices decreased by 85 percent from 2009 to 2017), with China exporting 38 percent of the world’s solar panels in 2018. There is evidence China’s new PV giants have innovated in important ways, especially through process innovation that moved the industry’s dominant technology rapidly down a steep experience curve. However, the prospect of shifting to better, cheaper PV products with the potential for even-greater emissions reductions over the long run has been deferred or even lost.

Lastly, a similar story has emerged in high-speed rail, where China’s state-directed bid for a leadership position in the high-speed rail sector has distorted the global market with massive subsidization, mandated mergers, forced technology transfers, and other mercantilist practices. State-supported financing has allowed China’s national champion, CRRC, to offer abnormally low bids—often 20 to 30 percent lower than foreign competitors—for procurement contracts. ITIF estimates that in the absence of these unfair Chinese policies, greater market share would have provided foreign rail firms with the revenue to invest an additional $1.06 billion in R&D from 2015 to 2019, which would represent a 164 percent increase over their actual R&D spending.

While those provide just a few industry-level case studies, the reality is that Chinese mercantilist practices, especially aggressive industrial subsidization, are pervasive across virtually all industries. In fact, since China joined the WTO in 2001, subsidies have annually financed about 20 percent of
China’s manufacturing capacity. And Fang et al. find that 95 percent of Chinese firms in tech industries received R&D subsidies in 2015, with those subsidies accounting for 22 percent of firms’ R&D investments.37

Chinese enterprises also of course benefit from rampant intellectual property theft, much of it state-sponsored or instigated, the result of “long-running state espionage programs targeting Western firms and research centers” that has carried over into cyberspace.38 In 2017, the Commission on the Theft of American Intellectual Property estimated that China’s IP theft may cost the U.S. economy as much as $600 billion annually.39 By 2019, a CNBC Global CFO Council report found that one in five North American corporations had their IP stolen in China within the past year.40 Despite Chinese promises to curtail IP theft, the practice continues largely unabated.

Nor has the extent of forced technology transfer substantially abated in China, in sharp contradistinction to China’s promise upon joining the WTO that:

The allocation, permission, or rights for importation and investment would not be conditional upon performance requirements set by national or sub-national authorities, or subject to secondary conditions covering, for example, the conduct of research, the provision of offsets or other forms of industrial compensation including specified types or volumes of business opportunities, the use of local inputs or the transfer of technology.41

In reality, Chinese technology transfer requirements are a continuing feature of Chinese policy. In 2012, 23 percent of the value of all foreign direct investment (FDI) projects were joint ventures.42 In 2015, 6,000 new international joint ventures, amounting to $27.8 billion of FDI inflows, were established in China.43

Because such conditions contravene China’s WTO commitments, officials are careful not to put such requirements in writing. Instead, they often resort to oral communications to pressure foreign firms to transfer technology, although recent decisions of the WTO Appellate Body have made it clear these unwritten measures can also be challenged.44 The United States Trade Representative’s Office (USTR) 2018 Special 301 report comprehensively documents how industrial plans such as Made in China 2025 apply foreign ownership restrictions, including formal and informal joint venture requirements, “to require or pressure technology transfer from U.S. companies to Chinese entities.45

China’s forced technology transfer practices persist across a range of industries, from semiconductors and cloud computing to automotives and biotechnology. For instance, China pressures foreign biopharmaceutical companies to form joint ventures if they want their products included on the government list of drugs that qualify for reimbursement.46 Likewise, the Chinese government requires that all drugs sold in China go through Chinese clinical trials, even if they have already been approved in the United States, which can extend the waiting time for a company to sell a drug by as much as eight years. Likewise, China’s ongoing requirement for 100 percent Chinese-owned technology in many rail procurement contracts, combined with the requirement that foreign firms
engage via majority-Chinese owned JVs in order to submit a bid, amounts to an ongoing de facto mandate to transfer technology to local partners.

China also requires companies running cloud-computing operations to be locally controlled. This means that if a company such as Amazon Web Services or Microsoft wants to serve the rapidly growing Chinese market, it must partner with a Chinese company and sell their services under the Chinese company brand. The partnership includes the expectation for the foreign cloud provider to provide the Chinese firm with technology and know-how. Chinese cloud providers such as Aliyun—the cloud services unit of Alibaba—can establish their own data centers in the United States without any similar requirements.

China’s forced joint venture and technology transfer practices not only continue but may be getting worse. In May 2019 the Wall Street Journal reported on the increasing frequency of forced technology transfers between European firms in China to local firms. That same year, the European Chamber of Commerce found that more than twice as many firms felt compelled to undertake technology transfer in China as they did in 2017. European companies in high-value, cutting-edge industries felt more pressure than usual, the Chamber reported. Some 30 percent of chemicals and petroleum companies, 28 percent of medical-device companies, 27 percent of pharmaceutical companies, and 21 percent of automotive companies reported such transfers.

To be sure, there can be circumstances when the innovation policies of China (or other nations) can be beneficial to the U.S. and broader global economy. (See Table 1). For instance, when China supports science, technology, engineering, or mathematics (STEM) education, this produces scientists and researchers who help Chinese enterprises more-effectively innovate, but it also contributes to the stock of global knowledge and intelligence that is helpful toward advancing global innovation. The same would go for when China supports more rapid broadband rollouts, including 5G or 6G cell sites.

Investment into basic R&D also falls into this category (because it creates knowledge that represents a global public good), but unfortunately more often than not China’s R&D investments are focused on applied R&D that seeks to predominantly benefit Chinese enterprises. For instance, one report noted, “China is expected to invest up to twice as much as the United States, or $658 billion (4.5 trillion yuan), in the back end of the R&D chain by 2018, focusing on translating basic and applied research into commercial products and new manufacturing processes.” But China intends to go well beyond this. In March 2021, Chinese Premier Li Keqiang announced that China intends to significantly increase its R&D spending over the next five years in a push to make “major breakthroughs” in technology. The comments came during a speech at China’s annual parliamentary “Two Sessions” meeting, as Beijing laid out its priorities for the coming years. Accordingly, China’s R&D spending will increase by more than 7 percent per year between now and 2025. R&D will subsequently account for a higher percentage of China’s gross domestic product (GDP) than in the previous five years.

More often, the impact of China’s policies on global innovation are at best neutral, particularly because many innovation-incenting Chinese policies are available predominantly (or only) to
Chinese enterprises, such as preferential R&D tax incentives, R&D subsidies, or low-cost financing mechanisms. But, as noted, the vast majority of China’s innovation mercantilist policies are injurious to U.S. and global innovation.

**Economic Impact of Chinese Innovation Mercantilism**

The impact of China’s innovation mercantilist practices, and especially subsidies, on the global economy has been profound. China’s share of global output of high-technology manufacturing industries has increased from 8 percent in 2003 to 27 percent in 2018. China has now become the world’s largest high-technology goods exporter, with about a one-quarter global share. And it’s not just low-value-added goods, a recent University of Sussex study finds that that the average value China adds to its exports is 76 percent (the European Union’s (EU) is 87 percent).

China’s share of global GDP has skyrocketed from around 3 percent in 1995 to 18 percent by 2018, and although this is due primarily to faster productivity growth and faster population growth, it’s also been abetted by China’s extensive mercantilist practices. Chinese economic practices have also led to rapid growth in rather unbalanced trade with the United States. In fact, from 2001 to 2020, China accrued a $6.82 trillion surplus in trade in goods with the United States. Nor is this confined to labor-intense, lower-value-added goods such as toys or apparel. The United States has run a trade deficit in advanced technology products (ATP) with China in every year since 2001, with the United States accruing a $1.65 trillion deficit with China in ATP trade from 2001 to 2020.

China’s massive trade surpluses with the United States (and the rest of the world) have swelled its foreign-currency reserves. In fact, China’s stock of foreign-currency reserves grew from a meager $212 billion in 2000 to $4 trillion by August 2015, and stands at slightly over $3.2 trillion today. China’s dramatically larger economy and base of reserves confers the ability to pursue a wide range of national security and diplomatic objectives, from a large increase in the size of its military to efforts to curry favor and investment opportunity with foreign nations through efforts like the One Belt One Road (OBOR) and Digital Silk Road (DSR) initiatives. In total, China’s wealth and influence has expanded dramatically over the past two decades, in not insubstantial part through the application of economic and trade practices that are fundamentally not consonant with the WTO’s principles of private enterprise-led, market-based, rules-governed trade in accordance with the fundamental tenets of reciprocity, national treatment, fairness, and non-discrimination.

**RESPONDING TO CHINESE INNOVATION MERCANTILISM**

The U.S. response to China’s innovation mercantilism must be manifold and include a wide variety of both unilateral responses—notably to bolster its own innovation capacity and to deploy trade instruments at its disposal to contest Chinese unfair trade practices—and ones undertaken in collaboration with likeminded nations, across a range of plurilateral and multilateral forums.

**Domestic Responses to Chinese Innovation Mercantilism**

America’s domestic response to Chinese innovation mercantilism should include a set of policies designed to bolster U.S. industrial competitiveness and another set that strengthens the resources and toolset available to respond directly to Chinese mercantilist practices.
**Strengthening U.S. Competitiveness**

The first step the United States must take is to bolster the capacity of its enterprises and industries to flourish in global competition. Here, the most important step the United States can take in this moment is for Congress to pass out of conference, and for President Biden to sign, an integrated version of the Senate’s U.S. Innovation and Competition Act (USICA)/the House’s America COMPETES Act. ITIF prefers the Senate’s USICA legislation, which would include more-robust programs and investments to foster technology-driven U.S. economic growth. Notably, USICA would provide $81 billion in R&D investment over the next five years, including $29 billion that would go toward research and technology development in key technology focus areas, such as artificial intelligence and quantum science, in order to strengthen the global leadership of the United States in innovation through a new Technology and Innovation Directorate at the National Science Foundation (NSF). Other important aspects of the legislation include $52 billion to enhance the competitiveness of America’s semiconductor industry, $8 billion for regional technology hubs, $2.4 billion for the Manufacturing Extension Partnership (MEP) program, and $1.2 billion for Manufacturing USA. Passage of this legislation is essential to ensure sustained U.S. industrial competitiveness. To achieve the maximum impact of such investments, the U.S. government needs to continue to articulate and implement strategic plans to support U.S. competitiveness, such as one announced by the Department of Commerce on March 29, 2022 that seeks “to drive U.S. innovation and global competitiveness” including through “strategic objectives” like revitalizing U.S. manufacturing to improve domestic supply chains, developing and deploying emerging technologies, enhancing trade enforcement, protecting intellectual property rights, and improving cybersecurity.

**Strengthening Organizational Capabilities Within the Federal Government**

The United States needs to further strengthen its organizational capabilities within the federal government to confront unfair foreign trade and economic practices. Here, the president should establish and staff a new National Industrial Intelligence Unit (an “NIIU,” which could be housed within the existing National Intelligence Council) charged with developing a better process and structure to understand the specifics and long-term implications of other nations’ economic development strategies, particularly China’s, so that the United States can respond more effectively. This group would develop a better process and structure to understand the long-term implications of China’s economic development strategy on U.S. competitiveness. The NIIU would produce a report every other year detailing the extent to which Chinese innovation mercantilist policies have contributed to the outsourcing of manufacturing and other activities to China and is leading to the hollowing out of the U.S. defense industrial base.

Elsewhere, Congressional legislation has directed USTR to appoint a Deputy USTR in charge of Innovation and IP. This position can become, by dint of rank, the highest-ranking person in the U.S. government solely devoted to innovation and IP, because it would be at a Deputy Secretary level, whereas leaders at the National Institute of Standards and Technology (NIST) and the U.S. Patent and Trademark Office (USPTO) are at the undersecretary level.

However, the Biden administration has yet to signal any action toward making such an appointment. This lacuna, coupled with open leadership appointments at other key federal agencies focused on innovation and IP, such as USPTO and NIST, shortchange the role of IP and
innovation in U.S. trade policymaking. These gaps should be addressed as part of a broader effort to elevate the focus on technology, innovation, and IP in U.S. trade policymaking.64

Another idea would be to establish a cadre of U.S. tech diplomats. These officials would be the vanguard for implementing the international aspects of American industrial policies including cooperative research agreements, human capital exchanges, infrastructure development, and export controls.

**Revoke China’s PNTR and Renegotiate Market Access Schedules for Chinese Goods and Services at the WTO**

The United States decides, at its discretion, which nations to extend permanent normal trade relations (PNTR) to. Indeed, the Biden administration and U.S. Congress are considering revoking Russia’s PNTR with the United States.65 The WTO operates on the most-favored nation (MFN) principle. Essentially, this means that countries cannot discriminate among their trading partners and their best offer (e.g., a lower tariff rate on a product) must be offered to all other member nations.66 Outside of the WTO, nations may elect to confer MFN status on other trade partners at their own discretion.

For instance, the United States suspended China’s MFN status in 1951 and conditionally restored it in 1980 (in accordance with the 1974 Trade Act, but amended by Jackson-Vanik freedom-of-emigration provisions). The United States renewed China’s MFN status on an annual basis until January 2002, when legislation (P.L. 104-286) was enacted granting permanent normal trade relations to China, following its accession to the WTO.67

In other words, before China’s WTO accession in 2001, and since 1951, the United States applied MFN conditionally to China and other communist regimes. This is an important distinction, because annual congressional debates on MFN renewal have led to sustained pressure on China on issues such as human rights and unfair trade practices.

The following is an example of explicit Congressional attention on human rights in the 2000 legislation conferring PNTR status upon China:

> The human rights record of the People’s Republic of China is a matter of very serious concern to the Congress. The Congress notes that the Department of State’s 1999 Country Reports on Human Rights Practices for the People’s Republic of China finds that “[t]he Government’s poor human rights record deteriorated markedly throughout the year, as the Government intensified efforts to suppress dissent, particularly organized dissent.”68

It is time for the United States to rethink its grant of PNTR to China. The United States could return to the practice of annually applying MFN “conditionally,” with a link to labor rights and environmental protections. In fact, Senators Cotton (R-AR), Inhofe (R-OK), and Scott (R-FL) have proposed the China Trade Relations Act, which would revoke China’s permanent most-favored-nation status and return to the pre-2001 status quo, whereby China’s MFN status must be renewed each year by presidential decision.69
Furthermore, if China consistently refuses to adhere to MFN commitments, the United States and its allies should consider renegotiating market access levels for goods and services at the WTO. This would create a more meaningful difference between the preferential rates for allied trading partners and those for non-favored countries such as China. Put simply, the WTO is for market-oriented economies that actually implement its foundational principles and clear obligations; if China decides to develop an alternative economic system that is not compatible with existing multilateral rules, then it shouldn’t be in the WTO—or at least it shouldn’t enjoy the same benefits as countries that respect agreed-upon rules. To be clear, the preferrable outcome would be for China to fully embrace the WTO responsibilities it has committed to, but if this continues not to be the case, in ITIF’s view the United States needs to consider more serious policy options, such as revoking China’s PNTR, to deal with a challenge that not only has not abated but has in fact deepened over the past decade.

**Self-Initiate More WTO Cases**

The president should direct USTR to self-initiate more cases against China at the WTO. The egregiousness of China’s innovation mercantilist practices means that cases brought before the WTO are often likely to be successful. Since its accession to the WTO, China has been a defendant in 44 cases. Six have been settled or terminated, while 12 are still in consultation. Of the remaining 26 cases, 21 have been adjudicated while 5 are pending. Of the 21 cases that have been adjudicated before the WTO’s Dispute Settlement Board, China has lost every single one.70

Unfortunately, the U.S. approach in bringing cases before the WTO has generally been for industry to lead in making a complaint and engaging USTR to formally bring the dispute up with a trade partner or before the WTO. But USTR could be bringing a number of cases against China without waiting for industry. Consider China’s unbalanced technology import-export regulations (TIER) licensing. That law was passed in November 2001, a month before China entered the WTO. It took 16 years before the United States brought a WTO case against China over the practice, which it won. When China or another nation implements a law that substantially contravenes the WTO and is likely to harm U.S. industry, USTR should proactively file a dispute rather than wait for industry to lead the charge.

The USTR has other options too. For instance, the WTO requires that “cases of general applicability be published”—in other words, countries must publish their court decisions. However, often this is not the case for China.71

Similarly, Article 270 of China’s Civil Procedure Law puts China in violation of the WTO. Essentially, it states that for foreign litigants bringing any form of civil case, the amount of time the courts have to make a ruling is unlimited. If it is a domestic case, rulings must be made in six months.72 This disparity gives Chinese courts free reign on how long they may take to decide a foreign case, which can and has been strategically used against foreign firms—and this again represents a national treatment violation.

**Coordinated, Allied Responses to Chinese Innovation Mercantilism**

While the United States can and should, where possible and necessary, undertake unilateral steps to combat Chinese innovation mercantilism, collaboration with allied, likeminded countries will be
essential to containing and then rolling back Chinese mercantilism and restoring a genuine market- and rules-based global trading system. In particular, it’s time for the European Union, Japan, and the United States to band together in a stronger trilateral framework to address the various ways China rigs, manipulates, and distorts markets.

This section examines how likeminded countries can collaborate on: documenting China’s innovation mercantilism; developing stronger structures to stand together against it; coordinating better with regard to investment screening and export control regimes; developing stronger rules prohibiting forced technology transfers and market-distorting subsidies; and collaborating more in bringing WTO cases.

**Amend, and Use, Section 301 to Target Digital, Services, and Other Modern Trade Barriers in China**

The Biden administration should update its main trade defense tool—the Trade Act of 1974—to better reflect the type of digital and services trade barriers that China has enacted. Section 301 is a powerful tool when there is an administration that is willing to fully use it. With few exceptions, the United States has never used its prescription for tariffs. The United States has never used its services trade-related provisions.

Section 301’s traditional use of tariffs makes it easy to apply to 20th century trade in goods, but it needs to be amended to create new legal and administrative mechanisms and tools to target service providers. Section 301 mentions fees and restrictions on services. It could be amended to detail the mechanism (in terms of responsible agency) and process (in terms of the action, such as licensing, certification, or legal judgement) whereby the administration imposes specific retaliatory measures on a foreign service provider. For example, it could be amended to create a reciprocal joint venture requirement. Chinese tech firms would be forced to setup local joint ventures with equivalent ownership and control restrictions that U.S. firms have had to setup in their respective countries.

**Pursue a Specific Section 301 Investigation Into China’s Cloud, Cyber, and Other Digital Trade Restrictions**

The Biden administration could use Section 301 to initiate an investigation of China’s cloud services restrictions and other digital trade restrictions as these are among the most clearly egregious examples whereby China targets U.S. firms. An investigation could be broad and include other Chinese digital/cyber sovereignty initiatives, such as discriminatory cybersecurity regulations. If used, the Biden administration could enact retaliation via tariffs on imported goods (the traditional use of Section 301), taxes, or restrictions on Chinese digital service companies doing business in the United States (a new use of Section 301), and restrictions on other Chinese service providers, such as accounting firms, air carriers, automotive companies, aerospace companies, and others.

**Collaborate to Document and Share Information on Chinese Unfair Trade Practices**

Likeminded countries should coordinate to create a collective “bill of particulars” that enumerates the vast extent of Chinese innovation-mercantilist policies—in great detail. This should not be about recycling USTR’s annual report to Congress on China’s WTO compliance, the China chapter from the annual USTR National Trade Estimate report, or the submissions countries make during
China’s trade policy review at WTO. This would be a useful exercise to conduct together, as past experience—and current Chinese practices—creates a difficult evidentiary hurdle to clear for a WTO dispute case, as much of the information and evidence needed to support a claim, particularly one based on unwritten rules or practices (which is common in China), can be difficult to obtain.

Likeminded countries can also collaborate in advocating for improved transparency and surveillance at the WTO, which matters because the lack of transparency in Chinese trade-related policymaking acts as a considerable, and growing, nontariff barrier to trade. China’s governance system is notoriously opaque, complex, and multilayered, with overlapping and often inconsistent national, provincial, and municipal government policies. The rules-based multilateral trading system was founded on transparency and predictability, which is why WTO members must insist upon strong and enforceable compliance and notification obligations. To enhance this, the United States has coordinated and presented, together with the EU and Japan, a joint set of proposals—the first in November 2018, and the second in June 2019. The proposal includes some basic steps that should already be in place: to “name and shame” those members not complying with WTO transparency and reporting requirements, administrative penalties for members failing to meet transparency obligations, and for WTO’s trade policy review to include a specific, standardized focus on members’ compliance with transparency requirements in their reviews.

Likeminded countries should establish formal meetings between relevant agencies to discuss and exchange information related to the respective defensive mechanisms they’ve implemented to address predatory, nonmarket-driven, Chinese trade and economic activity, mainly with regard to investment screening, export controls, countering IP theft, and controlling access to financial markets. Such countries should work together to ensure they’re on the same page and that their relevant countermeasures are working as necessary to prevent Chinese state-directed, predatory economic activity.

These meetings would report to respective leaders and ministers/senior officials on:

- Cooperation and information exchanges on foreign investment screening frameworks and cases, including Chinese venture-capital-backed investment;
- Cooperation and information exchanges on export control frameworks and cases; and
- Cooperation on developing domestic measures to identify and prevent the cyber-theft of commercial trade secrets and measures to target and respond to Chinese firms that benefit from stolen IP.

Create a “DATO” for Trade

Allied nations should form a new “NATO for trade” to combat Chinese trade aggression. Allied nations should form a pact wherein they agree to come to the aid of each other when economically threatened by the CCP. The new organization, a DATO, would be governed by a council of participating countries, and if any individual nation were threatened or attacked, the DATO would quickly convene and potentially agree to take joint action to defend the nation attacked. For example, if China threatened to expel a given nation’s students, DATO nations could agree to ban
Chinese students in return. If China threatened to put a country’s firms on its “unreliable list,” the DATO nations could agree to limit imports from Chinese firms. Any democratic nation would be welcome to join DATO, including Taiwan, but should any nation not take the steps needed to respect after a DATO decision, they would lose the right to be a member.77

Further, in a “DATO” likeminded nations could develop a comprehensive list of enterprises, entities, and individuals who have attempted or effected IP theft, and develop mechanisms to restrict such firms and individuals from competing in likeminded nations’ markets. Second, likeminded nations should enhance information-sharing efforts to combat foreign economic espionage and IP/technology/trade secret theft. Here, likeminded nations could work to expand the Five Eyes partnership.78 The alliance provides mutual access between members regarding intelligence activities, including cybersecurity, and promotes greater levels of military interoperability. There has been discussion about possibly bringing Germany and Japan into the framework.79 To be sure, there is a significant defense component to the Five Eyes Alliance, so another, potentially broader, approach would be for the United States to lead likeminded nations in developing a broader Five Eyes-like alliance specifically focused on combatting state-sponsored economic espionage in advanced-technology industries.

**Form a Global Strategic Supply Chain Alliance**

A related approach some have called for would be for likeminded nations to come together to form a Global Strategic Supply Chain Alliance (GSSCA) that could collectively address security needs with respect to critical strategic items.80 Such a GSSCA would organize certain key industries for the benefit of its member states, with members agreeing to develop supply chains within the GSSCA to the exclusion of similar items from non-member states. Such an alliance could be organized around particular items or products, such as 5G networks, rare earth metals, active pharmaceutical ingredients, or perhaps a key tool or component in the semiconductor supply chain. The theory behind the GSCCA structure would be “an economically oriented calculus that combines risk assessment at a supply chain level with a strategic overlay.”81 Such a structure could become necessary in the future should some nation(s) seek to corner certain key inputs or supplies to the detriment of the international supply chain or other nations.

**Aligned and Complementary Frameworks for Foreign Direct Investment Screening**

The United States should work with likeminded nations to align foreign investment screening practices and to exchange information when it appears other nations are trying to use unfair practices in making foreign investments, such as heavily state-subsidized SOEs attempting to purchase foreign enterprises in advanced-technology industries.82 This matters especially when, by December 2020, Chinese-government-guided strategic technology investment funds controlled more than RMB 4 trillion ($610 billion) in capital, much of which was earmarked for foreign technology acquisition.83 For instance, since 2014, Chinese businesses have made at least $56.8 billion in technology-related investments abroad, of which $36.7 billion (65 percent) was invested outside the United States.84 The largest allied destinations of Chinese tech-related FDI outside the United States have been the United Kingdom, the Netherlands, Germany, France, and Singapore.85 The Foreign Investment Risk Review Modernization Act (FIRRMA) instructs the Committee on Foreign Investment in the
The EU was initially slow to realize its high-tech firms were being picked off by nonmarket-based, Chinese government-supported investment acquisitions, but were spurred into action as China’s acquisitions of European high-tech firms increased in 2016 and 2017, in part, as Europe presented an easier target after the United States had increased scrutiny of foreign investment. Indeed, European high-tech firms like German robotics manufacturer Kuka were going for a song. EU nations make their own FDI screening rules, but in April 2019, the European Union’s new framework for the screening of FDI went into force. It will provide a better instrument to detect and raise awareness of foreign investment in critical assets, technologies, and infrastructure in the EU. The central feature of the EU framework is it sets minimum requirements for national screening mechanisms and aims to enhance cooperation and information sharing between the commission and member states on specific foreign investments likely to affect security and public order in member states and in the whole EU. However, it neither harmonizes investment screening mechanisms that are currently in place in member states, nor replaces them with an EU-level mechanism.

Likeminded countries should use a formal meeting and cooperation arrangement to help each other build a more comprehensive picture of foreign investors of concern, their intentions, their products, and the potential impact on the host or a third-party country and sector. This is critical because the Chinese government, often through SOEs operating under CCP dictates, funnels money in nontransparent ways to obfuscate the fact that the real investor is the Chinese government. Each of the trilateral parties should also provide semiannual and annual reports covering relevant FDI and transactions to help them identify trends and changes. The parties should be able to provide feedback (on a confidential basis) as to whether they think a particular transaction in a given country would affect their own economic or military security or public order, and why. In a way, this would formalize the connection between respective agencies involved in a shared case of concern. For example, when the CFIUS review rejected China’s Fujian Grand Chip Investment Fund’s attempted acquisition of the semiconductor equipment supplier Aixtron (headquartered in Germany, with assets in the United States) in December 2016, German regulators withdrew their approval because of security concerns. Lastly, Australia, Canada, and the United Kingdom are the countries currently on CFIUS’s white list, which exempts foreign investors from filing requirements for their non-controlling investments in “TID” U.S. businesses—those that operate or manage critical technologies, critical infrastructure, or sensitive personal data. The United States should consider expanding its list of “excepted foreign states” to include countries such as France, Germany, the Netherlands, Italy, Japan, and South Korea (among others). As a recent Brookings Institution report concurs, “The United Kingdom, Germany, Netherlands, France, Italy, and Japan are optimal partners for the United States to prevent the transfer of sensitive technical information through investments,” adding that the United States should work to bring in Austria, Finland, and New Zealand as well. As that report concludes, “Allies are vital if the United States is to establish comprehensive, data-driven screening procedures based on the risk of technology transfer.”
**Aligned Export Control Rules With Allies**

Just as with investment screening, likeminded countries should ensure their export control regimes are comparably defined and applied so as to be compatible. Export control rules should also be updated on a regular basis, and allow the parties to share information relevant to cases of shared concern. While not always explicitly identified in relevant policies and debates, China is the main country of concern given the extent of its trade in high-tech goods. However, updated export-control regimes are going to be especially challenging given the task of managing emerging technologies (such as AI) that may have some specific defense-related dual uses. This is critical because, unless likeminded countries can come up with fairly aligned export control regimes of the kind designed to limit technology access to, say, the former Soviet Union, China will simply play off companies and countries against each other, few of which can resist the lure of sales in the Chinese market.

Many countries, including the European Union, Japan, and United States as part of the trilateral trade ministers’ working group have modernized—or are currently modernizing—their export control regimes. Besides recent changes concerning South Korea, Japan has also updated its export control regime in recent years. The European Commission submitted a proposal to modernize the EU’s export control regime, which included cybersecurity and surveillance technology. In June 2019, the president of the European Council was given a mandate to negotiate with the European Parliament on a new export control regime. Earlier, on August 18, 2018, the Export Control Reform Act (ECRA) was signed into law in the United States. A critical part of this was the requirement for the U.S. Commerce Department’s Bureau of Industry and Security (BIS) to develop rulemaking regarding extending export controls to an enlarged set of emerging and foundational technologies (EFTs): new or foundational technologies that in some narrow cases are essential to national security and are not currently covered by existing export control rules.

Export control cooperation among likeminded countries could include:

- Participating parties setting up periodic meetings between agencies involved in their respective export control regimes, including defense, law enforcement, commerce, and trade agencies.
- Whether part of this or separate (given sensitivities), participating parties should ensure their respective intelligence and related agencies are able to discuss and share intelligence related to export control issues.
- Participating parties should discuss efforts to identify a narrow and specific set of EFTs that would be subject to export controls, specifically, those products that provide a unique, identifiable, and qualitative military advantage. This could involve efforts to ensure similar definitions/terminology. As ITIF has argued, how export control regimes cover new EFTs will remain a challenging task given the potential dual use of many new technologies; and in many sectors, what constitutes “state of the art” changes too rapidly for export rules to reliably and readily adapt. This is important to ensure export controls only target very
specific EFTs (such as preventing the spread of AI-enabled advanced weapons systems), but are not overly broad in how they define and restrict other emerging technologies.97

- Ideally, participating parties would develop a joint regime to sanction Chinese firms where there is clear, compelling, and agreed upon evidence of IP theft from any of the three parties' economies and their firms. In these cases, participating parties should implement a coordinated export control regime applied to the firm committing the violation. In line with this, the Biden administration should consider ways to blacklist Chinese companies that steal American IP from doing business in the United States (and indeed in the markets of likeminded countries as well).98

- Participating parties should exchange information to help identify the actual end user of a potentially concerning transaction (as this is the most important question in export control). Where cases or questions arise, respective agencies from participating nations should have a mechanism in place that allows them to query their counterparts on certain potential buyers in order to, given China’s extensive use of opaque ownership structures and vehicles, gain a better idea of whom is involved.

- Each party should address not just product exports but also technology transfer (such as technical know-how in joint ventures, technology licensing, etc.) to organizations (e.g., private companies, SOEs, and government organizations) from nations such as China that continue to make coerced technology transfer a central component of their economic development strategies.99

- Export controls are most successful when they are coordinated internationally, so participating countries should engage (either collectively or separately) with other key countries on this issue, and encourage convergence toward a similar export control model and item coverage. Related to this outreach is the scenario whereby each party’s respective export control authority assesses where else foreign entities could obtain particularly sensitive technology, and engage their export control counterparts in these third countries.

Collective, aligned, and proactive efforts to prevent the export of defense-related products and technical knowledge are necessary to protect national security. In addition, a joint export-control regime can be an effective tool to punish Chinese firms that engage in serious IP theft. Joint efforts are critical, as export controls need regular updating in order to reflect the global state of play in advanced technology industries (and hence, require greater international cooperation) as well as the changing ways in which countries and their firms are trying to acquire access to prohibited defense-related products. A coordinated approach is also necessary to avoid firms from one party being put at a competitive disadvantage to their competitors in the EU, Japan, or the United States, as in the case whereby one party blocks the export of a particular technology, but the others don’t.

**New, Stronger Rules Prohibiting Forced Technology Transfers and Market-Distorting Subsidies**

Since its formation in December 2017, the trilateral trade ministers’ grouping from the European Union, Japan, and the United States have been working to develop new rules to target China’s extensive use of market-distorting industrial subsidies for its private firms and state-owned
enterprises, particularly those that lead to overcapacity. The types of practices they’re trying to target are bank lending incompatible with a company’s creditworthiness; government or government-controlled funds making equity investment on noncommercial terms; subsidies to insolvent companies; and noncommercial debt-to-equity swaps. The three parties are also working on new rules to enhance transparency in subsidies and the operations of SOEs, including new remedies to increase the costs of transparency and notification failures. Rules should obligate the subsidizing country to prove that a given subsidy does not inflict harm on others. Likeminded nations should focus on achieving a significant increase in global subsidies transparency, including insisting upon timely and complete notification of subsidies and establishing a presumption of prejudice toward subsides not timely notified.

As part of text-based negotiations, experts have also reportedly been negotiating language around the critical issue of how to define a “public body,” which is a critical part of this issue, as ownership and control of banks and other entities in China is not clear, and China has used this lack of clarity in WTO trade law to provide massive amounts of capital to firms in select high-tech industries. For example, it is common in China for a bank (notionally private, but partly government owned) to provide (rather than receive) a subsidy (e.g., a loan on a preferential basis) to another Chinese entity in a particular industry. Likewise, China’s investment fund to subsidize Chinese semiconductor companies was designed to skirt WTO subsidy rules by appearing to be a private investment enterprise. In fact, it was organized by China’s Ministry of Industry and Information Technology (MIIT) and staffed by former MIIT employees. And it was funded in large part by SOEs that were presumably told by the state-owned Assets Supervision and Administration Commission of the State Council they had to “invest” in the fund. This is for all intents and purposes money laundering to minimize the risk of WTO action.

Beyond this, the three parties should discuss and develop some new legislative and policy tools. One should be to create a way for joint antitrust exemptions for companies to cooperate against forced tech transfers and investment in China. If companies in a similar industry can agree that none of them will transfer technology to China in order to gain market access, then the Chinese government will have much less leverage over them. Another should be for the three parties to ensure their own government procurement processes don’t inadvertently buy from—and thereby support—these subsidized Chinese firms.

Collaborate to Bring a Non-violation Nullification and Impairment Case Against China at the WTO

Article XXIII of the General Agreement on Tariffs and Trade (GATT) addresses dispute-settlement provisions and includes a “non-violation” clause that provides a legal cause of action against measures that do not explicitly violate the treaty but nevertheless upset the reasonable expectations of the parties and which can be aimed at policies that might otherwise be beyond the reach of the GATT/WTO agreements. Such a “non-violation nullification and impairment” claim would assert that the United States—and other likeminded nations that might join the case—is being denied the benefits of reasonably expected market access. China’s manifold mercantilist policies, it
can be argued, undermine the benefits and rights that the United States expected when it assented to China joining the WTO.\textsuperscript{106}

Indeed, as the Council on Foreign Relations’ Jennifer Hillman writes, “It is exactly for this type of situation [i.e., China’s innovation mercantilism] that the non-violation nullification and impairment clause was drafted.” Hillman further elaborated, regarding WTO members’ expectations of China:

That it would achieve a discernable separation between its government and its private sector, that private property rights and an understanding of who controls and makes decisions in major enterprises would be clear, that subsidies would be curtailed, that theft of IP rights would be punished and diminished in amount, that SOEs would make purchases based on commercial considerations, that the CCP would not, by fiat, occupy critical seats within major “private” enterprises and that standards and regulations would be published for all to see…. Addressing these cross-cutting, systemic problems is the only way to correct for the collective failures of both the rules-based trading system and China.\textsuperscript{107}

**Observations on the EU-U.S. Trade and Technology Council**

ITIF views the EU-U.S. Trade and Technology Council (TTC) as a useful vehicle for a pragmatic and cooperative agenda and applaud the efforts of policymakers on both sides of the Atlantic to build a better, stronger, and broader transatlantic economic relationship. But ITIF believe four core principles should guide the effort.

First, the overriding principle guiding the initiative should not simply be to promote the values of innovation, progress, and growth. Rather, efforts should focus especially on promoting the power of the digital economy to transform industries, enterprises, and human lives in a positive, constructive, and impactful way.\textsuperscript{108} Here, in our view, too often European digital policy focuses on the information and communications technology (ICT)-producing sectors of the economy and not enough on where the power of ICT really lies: in transforming the productivity and innovation potential of every downstream sector of the economy that uses it: from agriculture and manufacturing to finance and hospitality. A focus more on adoption and uptake is critical to bolstering sagging productivity on both sides of the Atlantic, especially considering that well over 80 percent of the benefits of ICTs to an economy come from their adoption, nor their production.

Second, we need more formal EU-U.S. technology policy cooperation in order to collaboratively bolster the competitiveness of our respective technology sectors. For instance as ITIF wrote in a recent report titled “An Allied Approach to Semiconductor Leadership,” in our respective U.S. CHIPS and European CHIPS Act, we could coinvest to solve challenges identified in the Decadal Plan for Semiconductors such as embedding security features in the chip, reducing power consumption, and increasing computational efficiency. Moreover, as EU and U.S. governments roll out or expand specialized technology programs in technologies like 6G, energy storage, battery technology, autonomous systems, and quantum computing, there should be joint collaboration between U.S. and EU firms, universities, and governments. Here, each region should allow the others’ enterprises to participate in government-funded industry research programs, like the EU’s
Horizon 2020 program and similar U.S. programs that agencies like NSF operate. We can also work on easier migration for technically skilled workers, eliminating regulatory barriers to science and technology cooperation, and data sharing for AI, particularly in key public interest areas such as smart cities and health care.

Third, we should recognize that the TTC’s goal should not be harmonization but interoperability when it comes to digital regulations. There is no reason why there should not be different U.S. and EU regimes for most digital issues, as long as they are broadly aligned and do not violate WTO rules. The numerous references in the joint statement that both sides “should respect the different legal systems in both jurisdictions” should dispel any expectation that the United States would simply accept EU regulations and base discussions on data privacy, AI, and platform regulation around them. It would not be in the U.S. interest to harmonize regulations with the EU, nor is it necessary. Indeed, there is no reason why there should not be different U.S. and EU regimes for most digital issues, as long as they are broadly aligned. Regulations don’t need to be carbon copies to have a broadly similar effect. After all, Europe and the United States are unlikely to agree on a privacy framework or how to regulate AI. This is not to say that the two sides should not work toward common principles and regulations, but they should not expect to achieve complete convergence.109

Lastly, we need to recognize that the biggest challenge to the global economy, and to our respective economies, is China. Thus, a key task of the TTC should be to cooperate both defensively and offensively with regard to China. As noted, this can include with regard to 5G equipment and systems, investment screening, joint WTO cases against China, updating WTO rules to address China’s massive industrial subsidies, cooperation on cyberhacking and IP theft, supply-chain cooperation, cooperative export controls, and cooperation in international forums related to the digital economy.110

CONCLUSION

There is much talk about “decoupling” between China and the United States. As one report notes, “China has launched an intensified effort to “de-Americanize” its supply chains.”111 The report continues, “For many in the leadership who always wanted to make China less dependent on others, the U.S. trade war and Huawei sanctions [initiated by the Trump administration] have arguably given decision-makers in Beijing the necessary cover for something it has long desired.”112 But in ITIF’s view, this gets it wrong: China’s desire for absolute advantage and autarky means it has long sought these goals. Indeed, that was the mission behind a seminal document called the “National Medium- and Long-Term Program for Science and Technology Development (2006-2020),” the so-called “MLP,” which called on China to master 402 core technologies, everything from intelligent automobiles to semiconductors and high-performance computers.113 Of course, China later updated its MLP with its Made in China 2025 strategy, which sought to establish Chinese leadership across 10 critical emerging technologies. Across these 10 industries, China developed a series of national and provincial funds to progress Chinese firms toward three key strategic goals: 1) “localize and indigenize,” meaning “to indigenize R&D and control segments of global supply chains”; 2) “substitute,” meaning to replace foreign suppliers with domestic sourcing wherever possible in value
chains toward the production of final products; and 3) “capture global market share,” meaning to “go out into the world” and compete.\textsuperscript{114}

So certainly the Trump administration’s actions, including its Special 301 investigation, imposition of tariffs, and entity listings for firms like Huawei and others since (while likely certainly a wake-up call for China) did very little to animate goals that China has already long desired.\textsuperscript{115} That this is clear is so from a review of China’s National Integrated Circuit Plan, which seeks for 70 percent of the semiconductor chips used by companies operating in China to be domestically produced by the year 2025.\textsuperscript{116} Such a clear import substitution goal is worrisome when about 36 percent of U.S. semiconductor company revenues, or $75 billion, in 2018 resulted from sales to China.\textsuperscript{117} This dependence upon China for foreign sales creates a long-term vulnerability for the industry (and many other high-tech ones), as noted in the 100-Day Biden administration supply chain review report.\textsuperscript{118}

The point is that it is China, not the United States, that seeks decoupling in advanced-technology industries: from aerospace to solar panels to clean energy, China will trade with the world up until the point it has capable domestic suppliers in advanced-technology industries, at which point its intent will be to close off, or severely restrict, its market to foreign competitors, while still enjoying the opportunity WTO membership gives the country to sell its goods in international markets. For instance, China’s so-called “De-IOE” initiative sought to reduce China’s reliance on IBM, Oracle, and EMC in large business and government environments, and has helped drive Alibaba’s cloud business. (Indeed, De-IOE might be better termed De-IOEAWS to include Amazon Web Services.)\textsuperscript{119} In fact, examining the economic impact of market access restrictions and other constrains like forced joint ventures that China has imposed on U.S. cloud providers, ITIF conservatively estimates (based on market-share comparisons) that Google, which withdrew from the Chinese market in 2010, subsequently lost $32.5 billion in search revenue from 2013 to 2019, while Amazon and Microsoft’s cloud services (IaaS, which is restricted in China) lost a combined $1.6 billion over the two-year period from 2017 to 2018.\textsuperscript{120} Indeed, if COMAC could produce commercially viable civilian jet aircraft, Airbus and Boeing’s market share in the country would crater rapidly.\textsuperscript{121} This is fundamentally not consonant with the commitments China made in joining the WTO.

Of course, prevailing upon China to come into full and immediate compliance with its WTO commitments is the optimal solution, and every instrument the United States and likeminded countries can bring to bear to make that a reality is the preferred outcome. But that can’t be the only option pursued. The United States and likeminded countries need to make a concerned effort to build up the technology ecosystems in a wide range of countries and regions, from East Asia to South America, from Africa to India, to Europe itself, to diversify global supply chains in information technology and other advanced-technology industries, so that collective dependence on the Chinese market is lessened, and indeed the economies of likeminded, rule-of-law, democratic free-market economies are strengthened. Here, there’s great opportunity for collaboration among countries involved in the Indo-Pacific Economic Framework.\textsuperscript{122} Further, the United States must
extract greater leverage from the U.S. International Development Finance Corporation (DFC), created by the Better Utilization of Investments Leading to Development (BUILD) Act in 2018, which will be providing $60 billion in development financing to attract more private-sector investment into global emerging markets, especially by more-effectively connecting DFC with similar agencies from likeminded countries. Indeed, the United States and likeminded countries need to collaborate to develop more-sophisticated and holistic responses to China’s One Belt One Road and Digital Silk Road Initiatives. This should include collaborative export credit offerings, mutual investments in development initiatives, and greater collaboration around digital technology infrastructure development projects (i.e., smart cities, smart grids, intelligent transportation systems, high-speed rail, etc.) in developing countries.

There’s a battle being fought now for the soul of the global trade and economic system; it’s imperative that likeminded nations collaborate to emerge victorious in it.
Figure 1: U.S. goods trade deficit with China, 2001–2020 (US$ billions)

Figure 2: U.S. trade balances with China in advanced technology products, 2002–2020 (US$ millions)
Table 1: Assessing China’s innovation policies on global innovation

<table>
<thead>
<tr>
<th>Type of Policy</th>
<th>Impact on Global Innovation</th>
</tr>
</thead>
<tbody>
<tr>
<td>Funding and sharing of technology development with Chinese firms</td>
<td>Harmful</td>
</tr>
<tr>
<td>Forced technology transfer</td>
<td>Harmful</td>
</tr>
<tr>
<td>Intellectual property theft</td>
<td>Harmful</td>
</tr>
<tr>
<td>Currency manipulation</td>
<td>Harmful</td>
</tr>
<tr>
<td>Export financing above OECD guideline levels</td>
<td>Harmful</td>
</tr>
<tr>
<td>Tariffs</td>
<td>Harmful</td>
</tr>
<tr>
<td>Government-allocated domestic market shares to Chinese firms</td>
<td>Harmful</td>
</tr>
<tr>
<td>Political hardball for access to foreign markets</td>
<td>Harmful</td>
</tr>
<tr>
<td>Support of foreign corrupt business practices</td>
<td>Harmful</td>
</tr>
<tr>
<td>R&amp;D tax incentives (favorable to Chinese firms)</td>
<td>Neutral</td>
</tr>
<tr>
<td>R&amp;D subsidies (favorable to Chinese firms)</td>
<td>Neutral</td>
</tr>
<tr>
<td>Low-cost financing (for Chinese firms only)</td>
<td>Neutral</td>
</tr>
<tr>
<td>Limited export control regime</td>
<td>Neutral</td>
</tr>
<tr>
<td>Support of STEM education</td>
<td>Helpful</td>
</tr>
<tr>
<td>Support for more rapid wireless 5G and 6G and broadband rollout</td>
<td>Helpful</td>
</tr>
</tbody>
</table>
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